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ABSTRACT

Security System for HLP (Heavy Lift Platform) is a microcontroller
based system. It will be operated on battery present in the HLP. It consists of
control circuit, GSM modem, Alarm, Siren, LCD display, electronic lock and
sensors like PIR (Passive Infrared) sensor, Smoke/Fire detector, door closer

sensor.

Aim of this project is to provide security to the HLP whenever it is
parked near to the antenna base or somewhere on its way. This system will
continuously keep checking status of all the connected sensors. Whenever
system detects change in output of any sensor, it will inform to maximum
five people by sending alert message on their mobile numbers. It will also
turn on Alarm for some time and then Siren to indicate that something

wrong is happening with the HLP. It will alert people near to the HLP.

With the help of GSM modem we can send commands to this system
through SMS to control it remotely. We can install it at many places for
providing security. The Microcontroller used in this unit is PB9V51RD2BN. It
supports in system programing and the GSM modem is SIM900A. These are

easily available in the market.
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1.1 Introducing GMRT:

Fig. 1.1: GMRT antenna at twilight

NCRA has set up a unique facility for radio astronomical research using the
metrewavelengths range of the radio spectrum, known as the Giant Metrewave Radio Telescope
(GMRT), it is located at a site about 80 km north of Pune. GMRT consists of 30 fully steerable
gigantic parabolic dishes of 45m diameter each spread over distances of up to 25 km. GMRT is
one of the most challenging experimental programs in sciences undertaken by Indian scientists
and engineers.

1.1.1 WHY METRE WAVELENGTH:

The metre wavelength part of the radio spectrum has been particularly chosen for study
with GMRT because man-made radio interference is considerably lower in this part of the
spectrum in India. Although there are many outstanding astrophysics problems which are best
studied at metre wavelengths, there has, so far, been no large facility anywhere in the world to
exploit this part of the spectrum for astrophysical research.
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1.1.2 SITE:

The Site for GMRT, about 10 km east of Narayangaon town on the Pune-Nasik highway,
was selected after an extensive search in many parts of India, considering several important
criteria such as low man-made radio noise, availability of good communication, vicinity of
industrial, educational and other infrastructure and, a geographical latitude sufficiently north of
the geomagnetic equator in order to have a reasonably quiet ionosphere and yet be able to
observe a good part of the southern sky as well.

1.1.3 ANTENNA CONFIGURATION:

The number and configuration of the dishes was optimized to meet the principal
astrophysical objectives which require sensitivity at high angular resolution as well as ability to
image radio emission from diffuse extended regions. Fourteen of the thirty dishes are located
more or less randomly in a compact Central Array in a region of about 1 sq. km. The remaining
sixteen dishes are spread out along the 3 arms of an approximately "Y'-Shaped configuration
over a much larger region, with the longest interferometric baseline of about 25 km.

The multiplication or correlation of radio signals from all the 435 possible pairs of
antennas or interferometers over several hours will thus enable radio images of celestial objects
to be synthesized with a resolution equivalent to that obtainable with a single gigantic dish 25
kilometer in diameter! The array will operate in six frequency bands centered around 50, 153,
233, 325, 610 and 1420 MHz. All these feeds provide dual polarization outputs. In some
configurations, dual-frequency observations are also possible.

The highest angular resolution achievable will range from about 60 arc sec at the lowest
frequencies to about 2 arc sec at 1.4 GHz.

1.1.4 DESIGN BREAKTHROUGH:

GMRT is an indigenous project. The construction of 30 large dishes at a relatively small
cost has been possible due to an important technological breakthrough achieved by Indian
Scientists and Engineers in the design of light-weight, low-cost dishes. The design is based on
what is being called the 'SMART"' concept - for Stretch Mesh Attached to Rope Trusses.

The dish has been made light-weight and of low solidity by replacing the conventional
back-up structure by a series of rope trusses (made of thin stainless steel wire ropes) stretched
between 16 parabolic frames made of tubular steel. The wire ropes are tensioned suitably to
make a mosaic of plane facets approximating a parabolic surface. A light-weight thin wire mesh
(made of 0.55 mm diameter stainless steel wire) with a grid size varying from 10 X 10 mm in the
central part of the dish to 20 X 20 mm in the outer parts, stretched over the rope truss facets
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forms the reflecting surface of the dish. The low-solidity design cuts down the wind forces by a
large factor and is particularly suited to Indian conditions where there is no snowfall in the
plains. The overall wind forces and the resulting torques for a 45-m GMRT dish are similar to
those for only a 22-m dish of conventional design, thus resulting in substantial savings in cost.

The dish is connected to a “cradle' which is supported by two elevation bearings on a
yoke placed on a 3.6 m diameter slewing-ring bearing secured on the top of a 15 metre high
concrete tower. The weight of the disk is about 80 tones and the counter-weight is about 40
tones. The dishes have alt-azimuth mount. The salient parameters and specifications of each dish

are summarized in the Table.

Fig. 1.2: Few antennas at the Central Square

1.2 GMRT Antenna Specifications:

The large size of the parabolic dishes implies that GMRT will have over three times the
collecting area of the Very Large Array (VLA) in New Mexico, USA which consists of 27
antennas of 25 m diameter and is presently the world's largest aperture synthesis telescope
operating at centimeter wavelengths. At 327 MHz, GMRT will be about 8 times more sensitive
than VLA because of the larger collecting area, higher efficiency of the antennas and a
substantially wider usable bandwidth because of the low level of man-made radio interference in
India.




Security System for HLP

1.3 Electronic Frontends and Backends:

Apart from the novel low-cost design of the parabolic dishes, the instrument has state-of-
the-art electronics systems developed indigenously and consisting of the following main sub
units.

o Antenna feeds at six different frequency bands between 50 MHz and 1500 MHz, having
good polarization characteristics as well as simultaneous multiband operation.

o Low-noise amplifiers, local oscillator synthesizers, mixers, IF amplifiers.

e Optical fibers linking the entire array with the CEB. These are used both for the telemetry
signals and local oscillator phase reference communication between the CEB and each
antenna base.

e A digital 2,30,000-channel FX-type correlator providing up to 128 spectral channels and
covering a maximum bandwidth of 32 MHz

1.4 RF Front End Systems:

Giant Meter-wave Radio Telescope (GMRT) Front Ends have been designed to operate at
5 frequency bands centered at 50 MHz, 150 MHz, 235 MHz, 327 MHz, 610 MHz and L-Band
extending from 1000 to 1450 MHz. The low noise front end of the receiving system of GMRT
has been designed to receive dual polarization. The higher frequency L-Band has dual linear
polarization channels (Vertical and Horizontal polarization) and they have been named CH1 and
CH2 respectively. The front end system has flexibility to be configured for either dual
polarization observation at a single frequency band or single polarization observation at two
different frequency bands. The polarization channels can be swapped whenever required.

1.5 Analog Backend system:

The Analog Backend system of the GMRT is the penultimate system of processing the
data. The Analog Backend System has been divided into Intermediate Frequency System (IF
System), Local Oscillator Synthesizer (LOS) and Local Oscillator Reference (LOR) System and
Base Band System.

1.6 Digital Backend System:

The digital backend is the section of the G.M.R.T. which deals with the digital conversion,
manipulation and storage of the analog signals coming from the baseband system. The signal
from the antenna after going through the baseband system is analog in form. This signal needs to
be converted into digital form , so that it could easily be worked upon using digital signal
processing. The signal after being converted into digital form is processed through FX Correlator
to generate cross amplitude and phase information among the 30 antennas to synthesize the
Stokes Parameters. The output from the correlator ( FFT subsystem ) are given in parallel to the




Security System for HLP

Array Combiner for generating the Incoherent Array ( IA ) and Phased Array ( PA ) outputs for
pulsar observations.

1.7 Sentinel System:

GMRT consists of 30 antennas spreading over an area of 50 square kilometers. All the
Antenna Shells are equipped with various intelligent sub-systems for providing the best results to
this Radio Observatory. Hence it is a prime responsibility for providing safety and protections to
all these sub-systems especially in the remote antenna shells from intrusion, fire, smoke, over
temperature etc. All these parameters are getting monitored from the remote antenna shells to the
Control Room all around the clock. GMRT Sentinel System is taking the full responsibility for
monitoring and controlling the above parameters for smooth operation of GMRT.

1.7.1 GMRT Sentinel System consists of:
1. GMRT Antenna Temperature Control and Monitor

2. GMRT Intruder Alarm System

3. GMRT Smoke &Fire Alarm System

4. Correlator Over Temperature Alarm System
5. Electronic Door Closer

6. GMRT Closed Circuit Television Network
7. Hot-line Telephony System

8. RF Shielding & Measurements

9. NCRA-GMRT Video Conferencing

1.8 Servo System for GMRT Antenna:

The Giant Meterwave Radio Telescope, an aperture synthesis array consisting of 30 fully
steerable parabolic dishes of 45 meter diameter each. Motion of these giant antennas need to be
controlled by a precession control system. Pointing of the antennas should be accurate i.e. the
radio source, antenna focused and the antenna center should be aligned. The GMRT servo
system has designed with three nested control loops to achieve the pointing accuracy of (1 or 2)
arc minites RMS for wind speed less than 20 km/ph. Because of high weight alt-azimuth mount
is most favorable approach for positioning the dish antenna. Here the elevation axis sits on the
azimuth drive. The elevation drive moves antenna up and down directions while azimuth drive
moves antenna in clockwise & counter-clockwise direction. Hence enabling the antenna to point
anywhere in the sky.
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Necessity of the Security System for HLP:

In GMRT technical staff often has to do maintenance work on the antennas. They have to
do some work with the feed positioning system of the antenna, electrical connections, motors,
repairing of the antenna systems. They need some lifting platform to go there with some tools
and devices. That’s why the HLP (High Lift Platform) is used in GMRT for doing work on
antenna and lift some tools and devices. Sometimes we have to park it near to the antenna or if
there is some problem in it we have to park it somewhere on its way away from the GMRT

campus.

Fig. 2.1: GMRT Antenna with HLP.

To keep HLP safe we have to install such a security system which can alert people while
something wrong is happening to the HLP. While designing the security system for HLP we
have to give more priority to the safety of battery, diesel and driver’s cabin. To alert people
nearby to the HLP we have to use Alarm and Siren. But we also have to use something that can
alert people if HLP is parked at some remote place. So that, we have to use a long distance
wireless communication medium. We decided to use GSM modem which can alert people by

sending SMS or making the call on some mobile numbers.
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3.1 Block Diagram:

Micro-Controller

To Device 2

) ULN2003
MAX232

To Device 7

To Device 8

Fig. 3.1: Block Diagram.
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3.2 Block Diagram Description:

Figure 3.1 shows the block diagram of Security System for HLP (High Lift Platform).
This block diagram consists of following blocks:

1) Microcontroller (P89V51RD2BN)
2) GSM Modem (SIM900A)

3) LCD

4) Power Supply

5) Short Circuit Protection Circuit

6) MAX232

7) Sensors

8) Relay Driver

3.3 Microcontroller (P89V51RD2BN):

The PS9VS51RD?2 is an 80C51 microcontroller with 64kB Flash and 1024 bytes of data
RAM.

A key feature of the PBO9VS51RD?2 is its X2 mode option. The design engineer can choose
to run the application with the conventional 80C51 clock rate (12 clocks per machine cycle) or
select the X2 mode (6 clocks per machine cycle) to achieve twice the throughput at the same
clock frequency. Another way to benefit from this feature is to keep the same performance by
reducing the clock frequency by half, thus dramatically reducing the EMI.

The Flash program memory supports both parallel programming and in serial In-System
Programming (ISP). Parallel programming mode offers gang-programming at high speed,
reducing programming costs and time to market. ISP allows a device to be reprogrammed in the
end product under software control. The capability to field/update the application firmware
makes a wide range of applications possible.

The P89VSIRD2 is also In-Application Programmable (IAP), allowing the Flash
program memory to be reconfigured even while the application is running.

11




3.3.1 P89V51RD2BN Block Diagram:

Security System for HLP

CRYSTAL

PBOVSIRBZRCZRD2 | 1uoH PERFORMANGE
80C51 CPU
16/32/64 kB - Al A A +» TXD
cooefasH  [~—— & 7 UART —— RO
bus
1%8 R \ | \ TIMER 0 —1—T0
DATA RAM - A s ; TIMER 1 — 1
PY7:0) C:}l PORT 3 ( A K > TIMER 2 1 1T’2zex
—t—s SPICLK
P2(7:0) C:}l PORT 2 € N K >| sP1 P
«—t+— 55
y 2 A £ A m
P1[7:0) C:}l PORT 1 ( N K )| prOGRAMMABLE [T ) cexia0)
PO(7:0} C:}l PORT 0 o N K )I WATCHDOG TIMER
XTAL1 U
OSCILLATOR
XTAL2

RESONATOR

Fig. 3.2: P§9VS51RD2BN Block Diagram

12




3.3.2 Features:

YVVVYVYYVYYVYYVYVVVYVYVYY

80C51 Central Processing Unit
5 V Operating voltage from 0 to 40 MHz
64kB of on-chip Flash program memory with ISP (In-System Programming) and
IAP (In-Application Programming)

Security System for HLP

Supports 12-clock (default) or 6-clock mode selection via software or ISP

PCA (Programmable Counter Array) with PWM and Capture/Compare functions
Four 8-bit I/O ports with three high-current Port 1 pins (16 mA each)

SPI (Serial Peripheral Interface) and enhanced UART
Eight interrupt sources with four priority levels
Programmable Watchdog timer (WDT)

TTL- and CMOS-compatible logic levels
Three 16-bit timers/counters
Low EMI mode (ALE inhibit)

P1.0/T2 [1 | [40] Vpp
P1.1/T2EX [2 ] 39| P0.0/ADO
P1.2/ECI [3 ] 38| P0.1/AD1
P1.3/CEX0 [4 | 37| P0.2/AD2
P1.4/SS/CEX1 [5 | 36| P0.3/AD3
P1.5/MOSI/CEX2 [6 | 35] P0.4/AD4
P1.6/MISO/CEX3 [ 7 | 34| P0.5/AD5
P1.7/SCK/CEX4 [8 | [33] Po.6/ADE
RST [9 | 32| P0.7/AD7
P3.0/RXD [10] psovsirRD2 |2 EA
P3.1/TXD [11 30| ALE/PROG
P3.2/INTO [12 29| PSEN
P3.3/INT1 [13] 28] P2.7/A15
P3.4/T0 [14] 27] P2.6/A14
P3.5/T1 [15 26| P2.5/A13
P3.6/WR [16 25| P2.4/A12
P3.7/RD [17] 24| P2.3/A11
XTAL2 [18 23] P2.2/A10
XTAL1 [19] 22] P2.1/A9
Vss [20] 21] P2.0/A8

Fig: 3.3: P89VS51RD2BN PIN Diagram
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3.4 GSM Modem:

A GSM modem is a specialized type of modem which accepts a SIM card, and operates
over a subscription to a mobile operator, just like a mobile phone. From the mobile operator
perspective, a GSM modem looks just like a mobile phone. The GSM/GPRS Modem comes with
a serial interface through which the modem can be controlled using AT command interface.

Fig. 3.4: GSM Modem

When a GSM modem is connected to a computer, this allows the computer to use the
GSM modem to communicate over the mobile network. While these GSM modems are most
frequently used to provide mobile internet connectivity, many of them can also be used for
sending and receiving SMS and MMS messages. GSM modems can be a quick and efficient way
to get started with SMS, because a special subscription to an SMS service provider is not
required. In most parts of the world, GSM modems are a cost effective solution for receiving
SMS messages, because the sender is paying for the message delivery.

3.4.1 GSM carrier frequencies:

GSM networks operate in a number of different carrier frequency ranges (separated into
GSM frequency ranges for 2G and UMTS frequency bands for 3G), with most 2G GSM
networks operating in the 900 MHz or 1800 MHz bands. Where these bands were already
allocated, the 850 MHz and 1900 MHz bands were used instead (for example in Canada and the
United States).

14




3.4.2 SIM900 GSM modem Features:

Security System for HLP

In this security system we will use SIM900 GSM modem. It is having following features:

YVVVVYVVVYY

Power supply: Single supply voltage from 9V to 12V (DC).
Onboard power ON and Network indication LED

9600 standard baud rate

RS232 output to connect directly to computer

Serial TTL on board pins to directly connect to microcontroller.

Onboard Audio (speaker and microphone) interface pins.
Dual-Band 900/ 1800 MHz

Control via AT commands

Operating temperature: -40° C to +85°C

3.4.3 AT commands used in this system:

Sr. No. Command Description

1. AT First command to check the status of GSM modem.
2. ATEO Echo OFF.

3. AT+CMGF To set GSM for SMS in Text mode.

4. AT+COPS? To check the name of operator.

5. ATD To dial the number.

6. AT+CNMI New Message Indications to Terminal Equipment.
7. AT+CPBR To read the phonebook.

8. AT+CPBW To write new number in the phonebook.

0. AT+CMGD To delete the message.

10. AT+CMGS To send the message.

Table 3.1: AT commands used in this system.
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3.5 POWER SUPPLY:

DC regulated +5 Volt Power is required to power up circuit of the Security System and
DC regulated +12 Volt Power is required for the GSM modem, alarm, siren and some active
sensors. Connecter J1 is the DC power connecter. We have to use 24v DC to 12v DC (3 Amp)
step down power adapter. Output connecter of this adapter should be connected to DC power
connecter. Following figure shows the circuit diagram of +5volt regulated power supply used in
the Security System circuit.

7806 D2
12v " " = 3 [ |
g 1N4007
1NS402
D11 “
DC POWER CONNECTOR
D1 7805 D3
B— E : Jl>ll L vo |- ﬁ > sv
i 1NS402 g 1N4007
7805 D4
1 3 N
=2 c1 a0 " %4 ==c2 L3
2065 H 1N4007 470 T 1w

Fig. 3.5: +5 V Regulated Power Supply

The +5 volt power supply is based on the commercial 7805 voltage regulator. It contains
all the circuitry needed to accept any input voltage from 7 to 18 volts and produce a steady +5
volt output, accurate to within 5% (0.25 volt). It also contains current-limiting circuitry and
thermal overload protection, so that it won't be damaged in case of excessive load current; it will
reduce its output voltage instead. Here we have connected three voltage regulators in parallel to
increase the current rating of the power supply up to 2 Amp.
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3.6 Serial Port Interface:

Security System for HLP

The RS232 serial port is another option for transmitting data between the PC and the
microcontroller. One of the major functions of the serial port is to put data into a serial format so

that it can be transmitted via modem. One of the functions that we use it for is to download
programs that have been compiled on a PC to run on a microcontroller. The one good feature is
that the RS232 would only need three wires between the PC and the microcontroller. One line is

data transmit; one line is data receive, and the last line is a common ground between the two

devices.

For sending commands to GSM modem and receiving data from it we are using serial
UART (Universal Asynchronous Receive Transmit) communication. We can also interface

Microcontroller to the serial port of PC for programming it using UART serial protocol.

Following figure shows the pin configuration of the serial port available on the PC.

J 4

b

Q (\ .00“0“000

L

O

)

820188
Pin Signal Pin Signal
1 Data Carrier Detect 6 Data Set Ready
2 Received Data 7 Request to Send
3 Transmitted Data 8 Clear to Send
4 Data Terminal Ready 9 Ring Indicator
5 Signal Ground

Fig. 3.6: DB9 Connecter Pin out.
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Following diagram shows the circuit diagram for connecting Microcontroller to the PC or
any serial device. We cannot directly connect microcontroller to the PC because of logical
voltage level difference in between them. This is because the Microcontroller follows TTL logic
whereas PC follows CMOS logic.

C7
A
o 3 ISP
‘ - —{o
11 14
] TN TioUT p— -
From P3.0. [ T2 T20UT PO 3——.
—T 1 - — .
From P3.1
|E c8 i
- =
C2e c2- [] /
MAX23 Cc10 —
: 4 C9 5 || E -
H E 1u ]
Tu :

Fig. 3.7: MAX232 circuit diagram.

To connect Microcontroller to the PC we have to use the level converter. It should be capable of
converting TTL voltage levels to CMOS voltage levels and CMOS voltage levels to TTL. To do
this we can use MAX232 IC. Circuit diagram for MAX232 is as shown above. The MAX232 is a
hardware layer protocol converter IC manufactured by the Maxim Corporation. Commonly
known as a RS-232 Transceiver, it consists of a pair of drivers and a pair of receivers. At a very
basic level, the driver converts TTL and CMOS voltage levels to levels, which are compatible
for serial port communications. The receiver performs the reverse conversion.

If you have a microcontroller circuit that requires communication through a serial port,
then this is the chip to use. This is a versatile IC, which is one of those wonderful components
that solve so many signal conversion problems.

18




Security System for HLP

3.7 LCD Display:

LCD stands for Liquid Crystal Display and it is used to display the data. LCD we are
using is 16x2 i.e. 16 characters in 1 line, total 2 lines are there. We can use a better resolution
LCD but 16x2 LCD is sufficient to fulfill requirements of this project. This LCD has 8-bit
parallel interface. It is possible to use all 8 bits plus 3 control signals or 4 bits plus 3 control
signals. It requires +5V to operate.

Fig. 3.8: 16*2 LCD Display pin outs.

It is connected to port 0 of microcontroller. It acts as an output to microcontroller. It uses
ASCII values to display the characters. Control pins RS and En are connected to P0.2 and P0.3
respectively. R/W pin is connected to ground and data pins D4 to D7 are connected to P0.4 to
P0.7. Eight bit data is transferred in ASCII format after splitting into two 4 bit sets and then.

LCD’s can add a lot to your application in terms of providing a useful interface for the
user, debugging an application or just giving it a "professional” look.

Fig. 3.9: 16*2 LCD Display snapshot.
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3.7.1 LCD PIN DESCRIPTIONS: -

Ve, Vsss VEg: -
Vee & Vss provides +5V & ground respectively. Vgg is used for controlling LCD
contrast.

RS (Register Select): -
There are two very important registers inside the LCD — Command register and Data
register. The RS pin is used for their selection as follows:

If RS = 0, the instruction command code register is selected, allowing the user to send command
such as clear display, cursor at home, etc.

If RS = 1, the data register is selected, allowing the user to send data to be displayed on LCD.

R/W (Read/Write): -

R/W input allows the user to write information to the LCD or read information from it.

R/D =1, Read operation
R/D = 0, Write operation

LCD to latch the information presented to its data pins uses the Enable pin. When data is
supplied to data pins, a high — to - low pulse must be applied to this pin in order to latch in the
data present at the data pins of LCD. This pulse must be a minimum of 450ns wide

The 8 bit data pins, Dy-D7, are used to send information to the LCD or read the contents of the
LCD’s internal registers. To display letters and numbers, we send ASCII codes for the letters A-
Z, a-z and numbers 0-9 to these pins while making RS=1. There are also instruction command

codes that can be sent to the LCD to clear the display or force the cursor to the home position or
blink the cursor.

We also use RS = 0 to check the busy flag bit to see if the LCD is ready to receive the
information. The busy flag is D7 and can be read when R/W =1 and RS = 0, as follows: if R/'W
=1, RS = 0. When D7 =1 (busy flag=1), the LCD is busy in taking care of the internal
operation and will not accept any new information. When D7 = 0, the LCD is ready to receive
new information.
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3.7.2 WORKING AND LOGIC FOR LCD:

LCD’s can add a lot to your application in terms of providing a useful interface for the
user, debugging an application or just giving it a "professional" look. LCD’s can be added quite
easily to an application and use as few as three digital output pins for control.

The pins of LCD are wired as given in table:

Pins Description

1 Ground, (Vss)

2 +5 V power supply, (V¢

Power supply to control contrast voltage, (Vgg)

"R/S" Instruction/Register Select

5 "R/W" Read/Write LCD Registers

6 "E” Enable Clock

7 - 14 |The 8 bit Data Bus (I/O Pins)

15-16 |LCD back light.

Table 3.2: LCD pin description.

The interface is a parallel bus, allowing simple and fast reading/writing of data to and
from the LCD.
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This waveform will write an ASCII Byte out to the LCD's screen. The ASCII code to be
displayed is eight bits long and is sent to the LCD either four or eight bits at a time. If four-bit
mode is used, two "nibbles" of data (Sent high four bits and then low four bits with an "E" Clock
pulse with each nibble) are sent to make up a full eight-bit transfer. The "E" Clock is used to
initiate the data transfer within the LCD.

Data 'l
R/_S : i
RI W — J'
: ; )
50 rec !

Fig. 3.10: LCD Data write waveform

Sending parallel data, as either four or eight bits are the two primary modes of operation.
While there are secondary considerations and modes, deciding how to send the data to the LCD
is most critical decision to be made for an LCD interface application.

Eight-bit mode is best used when speed is required in an application and at least ten I/O
pins are available. Four-bit mode requires a minimum of six bits. To wire a Microcontroller to an
LCD in four-bit mode, just the top four bits (DB4-7) are written to.

The "R/S" bit is used to select whether data or an instruction is being transferred between
the Microcontroller and the LCD. If the Bit is set, then the byte at the current LCD "Cursor"
Position can be read or written. When the Bit is reset, either an instruction is being sent to the
LCD or the execution status of the last instruction is read back (whether or not it has completed).
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Security System for HLP

Following table shows instructions for LCD interface, their decimal and hexadecimal
codes. We can send these commands to the LCD on data lines.

Table 3.3: LCD instruction set.
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3.8 Short Circuit protection Circuit:

In this system we are using some active sensors like Smoke/Fire detector, PIR (Passive
Infrared) sensor. We have to give +12 volt power supply for these sensors. There is very rare
possibility of the short circuit in these sensors. To avoid any damage to the system and the HLP’s
battery we have to take care of that. So we have to implement a short circuit protection circuit in
this system. Following diagram shows how we implemented it.

Short Circuit Protection Circuit

D11
*? ? 1NS402 m

D12

+12V +12V ? B

D14

Iﬂ_ R4 From P0.0
naoor [Q1 N2222 S— 1N4007 %q S

4

D13
1N4007

To P0.1

Fig. 3.11: Short circuit protection circuit.

Initially transistor Q1 will be ON because of logic high signal on P0.0 of the
Microcontroller. When relay coil will be energized it will switch common point of it from NC
(Normally Closed) to NO (Normally Open) and 12 volt supply will be passed active sensors and
relay coil. After some time Q1 will turn OFF. But relay remains ON continuously. Across the
zener diode we will get 5 volt. If there is short circuit in the any active sensor then relay will turn
OFF automatically and across the zener diode we will not get 5 volt. We have to keep watch on
this. When we will not get 5 volt it will indicate that there is short circuit in the 12 volt power
supply. In this way we can avoid any damage due to short circuit without the need of changing
any component from the circuit. Next time if we restart the system after disconnecting the faulty
sensor from system we can get 12 volt supply after short circuit protection circuit.
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3.9 Sensors:

In this security system we have to use different types of active and passive sensors like
PIR sensor, Smoke/Fire detector sensor, Door closer sensor etc. All active sensors will be
powered through short circuit protection circuit to avoid any damage to the control circuit in case
of short circuit in active sensors.

3.9.1 PIR Sensor:

A passive infrared sensor (PIR sensor) is an electronic sensor that measures infrared
(IR) light radiating from objects in its field of view. They are most often used in PIR-based
motion detectors. PIR sensors allow you to sense motion, almost always used to detect whether a
human has moved in or out of the sensors range. They are small, inexpensive, low-power, easy to
use and don't wear out. PIRs are basically made of a Pyro electric Sensor which can detect levels
of infrared radiation.

Fig. 3.12: PIR Sensor.

3.9.1.1 PIR Operating Principles:

All objects with a temperature above absolute zero emit heat energy in the form of
radiation. Usually this radiation is invisible to the human eye because it radiates at infrared
wavelengths, but it can be detected by electronic devices designed for such a purpose.

The term passive in this instance refers to the fact that PIR devices do not generate or
radiate any energy for detection purposes. They work entirely by detecting the energy given off
by other objects. It is important to note that PIR sensors don't detect or measure "heat" per sec;
instead they detect the Infrared radiation emitted from an object which is different from but often
associated/correlated with the object's temperature (e.g., a detector of X-rays or gamma rays
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would not be considered a heat detector, though high temperatures may cause the emission of X
or gamma radiation).

3.9.1.2 PIR Operation:

An individual PIR sensor detects changes in the amount of infrared radiation impinging
upon it, which varies depending on the temperature and surface characteristics of the objects in
front of the sensor. When an object, such as a human, passes in front of the background, such as
a wall, the temperature at that point in the sensor's field of view will rise from room temperature
to body temperature, and then back again. The sensor converts the resulting change in the
incoming infrared radiation into a change in the output voltage, and this triggers the detection.
The PIR sensor itself has two slots in it. Each slot is made of a special material that is sensitive to
IR. The lens used here is not really doing much and so we see that the two slots can 'see' out past
some distance (basically the sensitivity of the sensor). When the sensor is idle, both slots detect
the same amount of IR, the ambient amount radiated from the room or walls or outdoors. When a
warm body like a human or animal passes by, it first intercepts one half of the PIR sensor, which
causes a positive differential change between the two halves. When the warm body leaves the
sensing area, the reverse happens, whereby the sensor generates a negative differential change.
These change pulses are what is detected.

PINS 1 -2 ON A HORIZONTAL PLANE

o

//
i 2 FRESNEL LENS
DETECTING AREA

HEAT SOURCE MOVEMENT

<04 [

QUTPUT SIGNAL

Fig. 3.13: PIR Sensor Operation.
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3.9.2 Smoke/Fire Detector:

A smoke detector is a device that senses smoke, typically as an indicator of fire. There
are two main types of smoke detectors: ionization detectors and photoelectric detectors. A smoke
alarm uses one or both methods, sometimes plus a heat detector, to warn of a fire.

Fig. 3.14: Smoke/Fire Detector.

3.9.2.1 Ionization Detectors:

Ionization detectors have an ionization chamber and a source of ionizing radiation. The
source of ionizing radiation is a minute quantity of americium-241 (perhaps 1/5000th of a gram),
which is a source of alpha particles (helium nuclei). The ionization chamber consists of two
plates separated by about a centimeter. The battery applies a voltage to the plates, charging one
plate positive and the other plate negative. Alpha particles constantly released by the americium
knock electrons off of the atoms in the air, ionizing the oxygen and nitrogen atoms in the
chamber. The positively-charged oxygen and nitrogen atoms are attracted to the negative plate
and the electrons are attracted to the positive plate, generating a small, continuous electric
current. When smoke enters the ionization chamber, the smoke particles attach to the ions and
neutralize them, so they do not reach the plate. The drop in current between the plates triggers
the alarm.

3.9.2.2 Photoelectric Detectors:

In one type of photoelectric device, smoke can block a light beam. In this case, the
reduction in light reaching a photocell sets off the alarm. In the most common type of
photoelectric unit, however, light is scattered by smoke particles onto a photocell, initiating an
alarm. In this type of detector there is a T-shaped chamber with a light-emitting diode (LED) that
shoots a beam of light across the horizontal bar of the T. A photocell, positioned at the bottom of
the vertical base of the T, generates a current when it is exposed to light. Under smoke-free
conditions, the light beam crosses the top of the T in an uninterrupted straight line, not striking
the photocell positioned at a right angle below the beam. When smoke is present, the light is
scattered by smoke particles, and some of the light is directed down the vertical part of the T to
strike the photocell. When sufficient light hits the cell, the current triggers the alarm
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4.1 Circuit Diagram:

Security System for HLP
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Fig. 4.1: Circuit Diagram.
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4.2 Working:

In this system we are using PS9VS51RD2BN Microcontroller which is in system
programmable having 1kB RAM and 64kB ROM. It is sufficient for our application. This
Microcontroller is easily available in the electronic market. We have to use the battery (24 volt /
100 Amph) present in the HLP. But to power up the security system we requires only 12 Volt /3
Ampere (max). So that, we have to use DC to DC buck (step down) converter, which can give 12
Volt /3 Ampere output.

In this system we have to use door closer sensors, PIR sensor and smoke sensor . We
can connect eight sensors to the connectors marked as S1 to S8. We can connect more than eight
sensors by connecting some of them in series. For example if we want to connect five door closer
sensors and there is only one connector available on the circuit then we have to connect all these
sensors in series to that connector. On other hand if we want to connect less than eight sensors
then we have to short the remaining connectors from S1 to S8. We have to configure all these
sensors to give output in the form of NO/NC contact. For powering up the smoke sensor and PIR
sensor we have to use 12 volt and for control circuit we have to use 5 volt from power supply.

12 volt power is given to all active sensors through short circuit protection circuit. If in
case there is short circuit in any sensor connected to the 12 volt power supply then power supply
connection to the active sensors will be disconnected automatically with the help of a relay. And
it will be remain as it is till the system will not restart by the authorized person. Authorized
person is the one who is having key of the lock present in the system.

We have to insert one SIM card in the GSM modem for SMS alert and control and
monitoring of the system from authorized person’s mobile number. We can connect eight
devices to the system which can be controlled by sending commands through SMS from the
authorized person’s mobile number only. Authorized person can add, delete or change the
numbers linked to the security system. He can add up to five numbers to the system. By default
there will be one number present in the system which is nothing but the authorized person’s
number.

When authorized person will turn on the system with the help of one key “Initializing”
will be displayed on the LCD screen and alarm will be turned ON. It will take more than one
minute to initialize the system. Because GSM modem requires near about 30 seconds to initialize
and authenticate the SIM number on GSM network. Before initialization completes the person
has to leave the vehicle and close all the doors from outside. During this time some AT
commands require to use GSM modem for the particular application will be send to the modem
from Microcontroller. And microcontroller will read all numbers added to the system using some
AT commands. These numbers will be present in the SIM card’s phonebook memory. After
initializing if all sensors are working fine and are in normal state then “Welcome to Security
System” will be displayed on the screen and same message will be sent to all numbers linked
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with the system and the alarm will be turned OFF. Authorized person will get SIM card account
balance and validity information along with this message. Otherwise, “System Error” will be
displayed on the screen and same will be sent to all these numbers. After few seconds sensor
numbers which are having problem will be displayed and alarm will remain ON till the
authorized person does not turn OFF the system with the help of key.

If everything is ok and “Welcome to Security System is displayed on the screen then,
Microcontroller will continuously check for the sensors to become NO (Normally Open) from
NC (Normally Close). If this happens then alarm will be turned ON and “Detected Sensor”
followed by sensor number will be displayed on the screen and same will be sent to all linked
numbers with the system. After two minutes alarm will be turned OFF and siren will be turned
ON for ten minutes. Then system will remain in this state till the authorized person does not
restart the system.
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4.3 Security System commands for GSM modem:

We can use these commands to control and monitor the Security System. System will
accept these commands from authorized mobile number only. These are all case sensitive

commands.
Sr. Commands Description Reply From Security System
No.
This command will Security System is working fine.
1. Status return status of the (On authorized number only)
security system.
2. Num?2 <10 Digit Number> i) <10 Digit Number> is added to security
Num3 <10 Digit Number> | To add new number to system.
Num4 <10 Digit Number> | location 2, 3,4 or 5 (On authorized number)
Numb5 <10 Digit Number> ii) Your number is added to security system.
(On newly added number)
3. Num?2 x <10 Digit number> is deleted from location 1, 2,
Num3 x To delete number from | 3, 4, or 5.
Num4 x location 2, 3,4 0r5 (On authorized number only)
NumS5 x
1. <10 Digit Number> ......... Authorized Number
To get all available 2.<10 Digit Number> ......... 2" Number
4. Get num numbers from Security | 3. <10 Digit Number> ......... 3 Number
System. 4. <10 Digit Number> ......... 4™ Number
5. <10 Digit Number>  ......... 5™ Number

(On authorized number only)

Table 4.1: Security system commands.
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5.1.2 Bottom Layer:

Fig. 5.2: PCB Layout Bottom Side.

Security System for HLP
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5.1.3 Top Silk Layer:
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6.1 Programing Software (KEIL):

> |KEIL

Tools by ARM

M pVision4

Integrated Development Environment

Copyright ® 1997 - 2005 Keil Software. 2005 - 2009 ARM Ltd. Al rights reserved.
This product is protected by US and international laws.

Fig. 6.1: Keil snapshot-1.
6.1.1 Overview:

The puVision4 IDE is a windows based software development platform that combines a
robust and modern editor, project manager, and make facility. pVision4 integrates all the tools
you need to develop embedded applications including C/C++ compiler, macro assembler,
linker/locator, and a HEX file generator. pVision4 helps expedite the development process of
your embedded application by providing the following:

o Full-featured source code editor.

o Device Database for configuring the development tool.

o Project Manager for creating and maintaining your projects.

o Integrated Make Utility functionality for assembling, compiling, and linking your
embedded applications.

o Dialogs for all development environment settings.

e True integrated source-level and assembler-level Debugger with high-speed CPU and
peripheral Simulator.

e Advanced GDI interface for software debugging in the target hardware and for
connecting to the Keil ULINK Adapter family.

o Flash programming utility for downloading the application program into Flash ROM.

38




Security System for HLP

The pVision4 IDE offers numerous features and advantages that help you to develop
embedded applications quickly and successfully. The Keil tools are easy to use, and are
guaranteed to help you achieve your design goals in a timely manner. The pVision4 IDE &
Debugger is the central part of the Keil development tool chain. pVision4 offers a Build Mode
and a Debug Mode. In Build Mode you maintain the project, the project files, write your
code, select the target hardware and device, and generate the application. In Debug Mode you
verify and debug your program with the integrated, powerful Simulator or directly on target
hardware with the Keil ULINK USB-JTAG Adapter (or other AGDI drivers), or analyze the
application behavior.

The Keil Compilers support all 8051, 251, C16x/ST10, and ARM compatible devices.
However, there are various meanings to "support", all of which are explained below. The Keil
Compiler generates code for any device that is compatible with the 8051, 251, C16x/ST10, or
ARM microcontrollers. The only exception to this would be a device that has removed or altered
the instruction set. However, that device would no longer be a compatible part.

A android - pVisiond

(=lE ]

File Edit View Proje¢ Flash Debug Peripherals Tools SVCS Window Help

BEB[s bl e E E Haxl@le oallA
O [ & o | %] o EEIE:
Project a [# android.c =
=933 Target1 0001 =|#include<reg51.h3 g
[}-{77 Source Group 0002
0003 | sbit sensorl =
0004 | sbit sensor2 =
0005 | sbit sensor3 =
0006 | sbit sensord =
0007 | sbit sensors =
0008 | sbit sensoré =
0009 | sbit sensor7 =
0010 | sbit sensorg8 =
0011
0012 | sbit devl = P2"0
0013 | sbit dev2 mipgey
0014 | sbit dev3 = pan2
0015 | sbit dev4 = P2°3
0016 | sbit devS = P2°4
0017 | sbit devé = P2°5
0018 | sbit dev? = P3G,
0019 | sbit deve = D227
0020
0021 | sbit tswitch = P3"2
0022 | sbit siren = P3*3,
0023 | sbit tsl = P3*4
0024 | sbit ts2 = P3"5
0025 | sbit te3 = P3°6
0026 | sbit alarm = P3%7:
0027
0028 | sbit ssc = P0"0;
0029 | sbit ssi = P0"1;
0030 | sbit rs = PO"2;
< - > 0031 | sbit en = P0~3; ~|
Er. (e Br|0,7 « o
Build Output a
Program Size: data=9.0 xdata=825 code=21833 -
creating hex file from "android”...
"android™ - 0 Error(s), O Warning(s).
Simulation CAP NUM SCRL OVR R/W

Fig: 6.2: Keil Snapshot-2.

39




Security System for HLP

When you start a project using the Keil uVision IDE, you must select a chip from the
Device Database. Keil is constantly updating the database and adding new parts. To ensure that
you always have the latest database, you may download the latest updates from the Keil Website.
If the latest software's Device Database does not include the part you use, you may add a Device
Database entry we may refer to UVISION: ADDING CUSTOM PARTS TO THE DEVICE
DATABASE for more information. The Device Database is simply a way to specify the default
compiler, assembler, and linker settings. For new devices, you may simply copy the settings for a
similar device.

Each microcontroller has its own unique set of Special Function Registers. The SFRs for
a chip MAY be identical to those of another device. Keil Software provides custom header files
that define the SFRs for almost every 8051, 251, and C16x compatible device. However, there
may be new devices for which we have not yet created a header file. That does not mean that this
chip is not supported. Creating header files for new devices is easy. On occasion, new devices
have architectural changes that require new instructions or addressing modes to be added to the
compiler, there are only a few such devices. In most cases, these devices offer a 100%
compatible mode of operation. Typically, we are able to add compiler support before these chips
are available. Sometimes, however, this is not the case. When support is not yet available, you
may use these new devices in the compatible mode of operation. When support is integrated into
the compiler, assembler, and linker, the device database will be updated with the appropriate
controls.

Once you compile, assemble, and link your program, you will need a method of testing
it. The Keil uVision IDE supports two distinct methods of program testing: simulation and target
debugging. In simulation, Keil Software or the silicon vendor has created a DLL that simulates
the on-chip peripherals of the selected device. With over 350 devices in the database, it is
impossible to provide simulation support for all of them. However, it is our goal to simulate as
many as possible. Even if complete simulation is not available, partial simulation (base timers,
counters, interrupts, and I/O ports) are supported. To discover what on-chip peripherals for a
particular chip are simulated, check the Device Database.

Target debugging allows you to run your program on your target hardware. There are
several different ways to do this. Each utilizes an interface DLL that is created either by Keil
Software or by the silicon vendor or by the emulator vendor. The method of target debugging is
via debugging hardware (JTAG and Serial) that is built into the chip. Companies like Triscend,
Infineon, and Cygnal all have built-in debugging solutions. Contact your silicon vendor to see if
they have uVision Debugger Drivers for their parts.
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6.2 PCB DESIGN SOFTWARE (DIPTRACE):
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Fig: 6.3: Diptrace Snapshot.

6.2.1 DIPTRACE COMPLETE PCB DESIGN SYSTEM:

DipTrace is a complete PCB Design system. It includes four program modules:

1. PCB Layout - PCB design with easy-to-use manual routing tools, shape-based auto router,
various verifications and 3D Preview with export.

2. Schematic - creates multi-sheet and multi-level hierarchical schematic and converts circuit to
PCB Layout.

3. Pattern Editor - allows creating package footprints (patterns).

4. Component Editor - allows drawing parts and symbols and attaching patterns to them.
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6.2.2 Features:

DipTrace provides following features:
Easy to learn user interface:

To design a schematic, simply select and place components onto your document and
connect them together using the wire and bus tools. Multi-sheet design is supported. Then select
the menu option 'Switch to Board' to convert the schematic to PCB. Layout can be updated from
Schematic in a few clicks at any time. When you create or edit design objects they are
highlighted to improve your work. Step-by-step tutorial available from web-site guides you
through the design process and allows to get started with ease.

Easy to use manual and powerful automatic routing:

DipTrace PCB software includes an advanced automatic router that is able to route
single-layer and multi-layer boards. It is available with a 'rip-up and retry' algorithm. Auto router
achieves high completion rates by going back and re-routing nets to make space for connections
that could not be routed on a previous pass. Intelligent manual routing tools allow you to create
and edit traces by 90, 45 degree or without any limitations. Through, blind or buried vias can be
used in automatic and manual routing. Unlimited board size is supported.

Multi-sheet and multi-level hierarchical circuit:

Schematic module features multi-sheet and multi-level hierarchical structure. These
features allow for easy and convenient design. Each sheet of the schematic can be converted into
hierarchy block. Blocks can be inserted into main sheet and into each other. PCB Layout allows
grouping components into blocks directly on the board and automatically applying placement
and routing from one block to another.

Smart placement and auto-placement features:

After converting Schematic to PCB layout place board outline and arrange components.
Then use "Placement by list" for chips/connectors and auto-placement for other components to
get acceptable result in a few minutes and start routing.

Import/Export features:

Exchange schematics, layouts and libraries (DXF, Eagle, P-CAD, PADS, OrCAD).
DipTrace supports netlists of Accel, Allegro, Mentor, PADS, P-CAD, Protel and Tango netlist
formats.
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e Manufacturing output:

DipTrace allows for Gerber RS-274X and Excellon N/C Drill files export. These file
formats are the most popular among PCB manufacturers all over the world. TrueType fonts and
raster images are exported as well. DXF output is available. DXF file can be easily converted to
G-Code and used for CNC drilling machines (milling method).

¢ Real-time 3D PCB preview with VRML 2.0 export:

3D preview module allows rotating your board in three axes, zooming in and out in real
time and adjusting color settings of the preview. DipTrace supports .vrml and .3ds models. More
than 2,500 3D models are available for free. Export allows to open board in any software with
VRML support.

e Standard component libraries:

DipTrace package includes component and pattern libraries with 100.000+ components
from different manufacturers.

e Creation of your own libraries:

Component and Pattern Editors allow designing your own symbols and patterns. To
create complete components, simply connect them together using Component Editor.

e Advanced verification features:

Schematic and PCB design modules have number of verification features that help to
control project accuracy on different design stages: The ERC function in Schematic shows
possible errors in pin connections and allows you to correct errors step-by-step. DRC function in
PCB Layout module checks clearance between design objects, minimum size of tracks and drills.
Real-time DRC checks each user's action in real time and shows errors while routing traces,
moving or editing objects. Errors are displayed graphically and can be easily fixed. Net
Connectivity Check verifies if all nets of the PCB are electrically connected. This feature uses
traces, copper pour filled areas and shapes to control connectivity. Then reports broken and
merged nets with area details. Comparing to Schematic allows you to check if routed PCB is
identical to schematic.
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6.3 Flash Magic:

FIashMa@La

Version 3.13

Developed for Philips Semiconductors
® Embedded Systems Academy, Inc. 2000 - 2006
All Rights Reserved

Fig. 6.4: Flash Magic snapshot-1.

Philips Semiconductors produce a range of Microcontrollers that feature both on-chip
Flash memory and the ability to be reprogrammed using In-System Programming technology.
Flash Magic is Windows software from the Embedded Systems Academy that allows easy access
to all the ISP features provided by the devices.

6.3.1 Features:

* Erasing the Flash memory (individual blocks or the whole device)
* Programming the Flash memory

» Modifying the Boot Vector and Status Byte

* Reading Flash memory

* Performing a blank check on a section of Flash memory

* Reading the signature bytes

* Reading and writing the security bits

* Direct load of a new baud rate (high speed communications)

* Sending commands to place device in Boot loader mode
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The window is divided up into five sections. Work your way from section 1 to section 5
to program a device using the most common functions. At the very bottom left of the window is
an area where progress messages will be displayed and at the very bottom right is where the
progress bar is displayed. In between the messages and the progress bar is a count of the number
of times the currently selected hex file has been programmed since it was last modified or
selected. Just above the progress information Embedded Hints are displayed. These are rotating
Internet links that you can click on to go to a web page using your default browser.

5
#® Flash Magic = |i= | 3
File ISP Options Tools Help
OEH QP#VES> ¥ HOI
Step 1 - Communications
COM Port: |COM 3 ~v| |Erase block 0 (0x0000-0xFFFF)
Baud Rate: |3600 |
Device: |83V51RD2 |
Interface: |None (ISP) v
l J v Erase all Flash
I~ Erase blocks used by Hex File
Hex File: I Browse... I
Modified: Unknown more info
v Verify after programming |~ Set Security Bit 1 Start l
[7 Fill unused Flash
[~ Gen block checksums
[ Execute ™ Prog Clocks Bit
Technical on-line articles about 8051 and X4 programming
www. esacademy.com/fag/docs [
0
v |

Fig. 6.5: Flash Magic Snapshot-2.
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Flash Magic provides a clear and simple user interface to these features and more as
described in the following sections. Under Windows, only one application may have access the
COM Port at any one time, preventing other applications from using the COM Port. Flash Magic
only obtains access to the selected COM Port when ISP operations are being performed. This
means that other applications that need to use the COM Port, such as debugging tools, may be
used while Flash Magic is loaded.

6.3.2 Minimum Requirements
* Windows 95/98/ME/NT/2000/XP
* Mouse
* COM Port
* 16Mb RAM

* 3Mb Disk Space
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7.1 Component List:

Security System for HLP

Sr. | Component Description Reference Quantity | Price
No.
1. Integrated P89v51RD2BN 1 Rs. 400/-
Circuits MAX232 1 Rs. 10/-
ULN2003 2 Rs. 30/-
7805 3 Rs. 30/-
2. IC Base 40 Pin 1 Rs. 6/-
16 Pin 3 Rs. 9/-
6 Pin 1 Rs. 3/-
3. Diodes IN4007 D2-D4, D6-D10, D12-D22 | 19 Rs. 19/-
IN5402 D1, D5, D11 3 Rs. 6/-
4. Capacitors 2200 pF/25 Volt C1 1 Rs. 4/-
470 uF/25 Volt C2 1 Rs. 4/-
1 nF C3,Cl11 1 Rs. 1/-
1 uF/16 Volt C7-C10 4 Rs. 4/-
33 pF C4, C5 2 Rs. 1/-
10 pF/16 Volt Cé6 1 Rs. 1/-
5. Resisters 10 KQ/ Y4 watt R1, R3, R6, R8, R9 5 Rs. 1/-
1 KQ /Y4 watt R2, R4, R5 3 Rs. 1/-
220 Q/ 1 watt R7 1 Rs. 2/-
10 kQ Trim pot CONTRAST 1 Rs. 6/-
A472] (Resister bank) RN1-RN4 4 Rs. 2/-
6. Crystal 11.0592 MHz X1 1 Rs. 10/-
7. Connecters DB9 (Female-90°) ISP 1 Rs. 20/-
DB9 (Male) 2 Rs. 20/-
2 Pin Relimate (M-F Pair) 2 Rs. 6/-
12 Pin Relimate (M-F Pair) 1 Rs. 4/-
16 Pin Relimate (M-F Pair) 1 Rs. 6/-
4mm Power Connecters (M- 20 Rs. 180/-
F Pair)
Screw Connecters (2 Pin) 39 Rs. 117/-
DC Power Connecter (M) POWER 1 Rs. 8/-
DC Power Connecter (F) 2 Rs. 16/-
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Sr. | Component Description Reference Quantity | Price
No.
8. LCD Display 16%*2 1 Rs. 140/-
0. Relays 5V Relayl-Relay5, Relay7- 12 Rs. 180/-
Relay13
12V Relay6 1 Rs. 20/-
10. | Switches Slider Switch 1 Rs. 8/-
Push to ON Switch S1 1 Rs. 4/-
11. | LEDs S5mm (Red) LED 1 Rs. 1/-
12. | LED Holder Smm (Metal) 1 Rs. 2/-
13. | Plastic Box 87X 10” 1 Rs. 85/-
14. | PCB 15cm * 10cm 1 Rs. 285/-
15. | GSM Modem SIM900 1 Rs. 1200/-
16. | Alarm 12v (Solid State) 1 Rs. 30/-
17. | Siren 12v (Solid State) 1 Rs. 180/-
18. | Electronic Lock | Metal 1 Rs. 60/-
19. | Power Supply DC to DC buck converter 1 Rs. 120/-
20. | Wires 1 Core, 4 Core & 10 Core - Rs. 100/-
TOTAL = Rs. 3,288/-

Table 7.1: Component list.
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Security System for HLP

8.1 Overview of the work that has to be done:

1. Field survey to understand basic requirements.

Market survey for the available components.

To choose the proper wireless communication medium.
Circuit and PCB layout design.

C Program development and testing on target device.

Testing of the system for reliability and GSM system performance.

A o

Front panel and casing design for this system to fix it in HLP (High Lift Platform) driver
cabin.
8. Sensors testing and installation in HLP.

9. Installation and final testing of the system in HLP.

8.2 Design Specifications:

1) Power Supply required: 12 Volts/ 3 Ampere.

2) Display: 16*2 LCD Display.

3) Controller: P89v51RD2BN.

4) In System Programmable.

5) Number of connections for Sensors: 8

6) Wireless communication over GSM network using GSM modem (SIM900A).

7) Controls eight devices by sending commands through SMS.

8) Maximum five mobile numbers can be added to the system.

9) Can be powered ON and OFF using a key of electronic lock only.
10) Siren and alarm working on 12 volt DC power supply.
11) Both active and passive sensors can be interfaced with this system.

12) Short circuit protection circuit for 12 volt DC power supply.
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Security System for HLP

9.1 Assembled circuit for the system:

Fig. 9.3: Assembled circuit for the system.
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9.2 Installed Sensors:

Security System for HLP

Fig. 9.3: Sensors installed in HLP.
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9.3 Front Panel installed in HLP:

To fix this system in HLP we have made a base with front panel. Following figure shows the
front panel with LCD Display, GSM modem ON/OFF switch and POWER indication LED. This
front panel is made up of Aluminium.

Fig. 9.3: Front panel of System for HLP.
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#include<reg51.h>

sbit sensorl = P1"0;
sbit sensor2 = P1"1;
sbit sensor3 = P1/2;
sbit sensor4 = P1"3;
sbit sensor5 = P174;
sbit sensor6 = P1"5;
sbit sensor7 = P176;
sbit sensor8 = P1"7;

sbit devl = P270;
sbitdev2 =P2"1;
sbit devd = P2"2;
sbit devd = P2/3;
sbit dev5S = P24,
sbit dev6 = P2/5;
sbit dev7 = P276;
sbit dev8 = P2"7;

sbit tswitch = P3/2;
sbit siren = P3"3;
sbittsl = P3"4;
sbitts2  =P3"5;
sbitts3 = P376;
sbit alarm = P37,

sbit sso = P0"0;
sbitssi = PO0";

sbitrs =P0"2;

sbiten =P0"3;
sfr DATA = 0x80; //port0 as lcd data
void LCDINIT(void);

void SERIALINIT();

void GSMINIT();

void serial(unsigned char x);

void Send2Gsm(char *aaa);

void Send2PC(char *aaa);

void LCDINIT Write(unsigned char a);
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void LCDCOMMAND (unsigned char);
void LCDDATA (unsigned char);

void send_string(unsigned char *var);
void MSDELAY (unsigned int);

char getCharacter (void);

char getNumber (void);

char getResp (void);

void SMScon();

unsigned char
autnum1[15]=("\"+918380934131\"");
unsigned long d=0;

unsigned int i=0, j=0, count=0, ss=0, s1=0,
s2=0, s3=0, s4=0, s5=0, s6=0, s7=0, nl, n2,
n3, n4, n5, a=0, b=0, c=0, dd=0, e=0, =0,
z=0, repeat=0;

unsigned int p=0, q=0, =0, 1=0, m=0, n=0,
k=0, idea=0, cellone=0, vodaphone=0,
airtel=0, bsnl=0, docomo=0, auth=0, ssc=0,
gg=0, hh=0, sirenoff=0;

unsigned char ideal[4]=("IDEA"),
cellonel[4]=("Cell"),
vodaphonel[4]=("Voda"),
airtel1[4]=("AirT"), bsnl1[4]=("BSNL"),
docomol[4]=("TATA"),

unsigned char operator[4]=(" "),
chr1[1]='0",
Num[45]=("AT+CPBW=1,\"+91000000000
O\",129\"RECEIVERI1\""), resp;

unsigned char autnum[15]={0},
msg7[5]=("Statu"), charr[85]={0},
count1[3]={0}, chnum[10]={0},
New[10]={0};

unsigned char
char1[30]=("AT+CMGS=\"+91

\"\r\n"), char2[30]=("AT+CMGS=\"+91
\"\r\n"), char3[30]=("AT+CMGS=\"+91
\"\r\n");

unsigned char
char4[30]=("AT+CMGS=\"+91
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\"\r\n"), char5[30]=("AT+CMGS=\"+91
\"\r\n"), string1[100], bal[160]={0};
unsigned char msg[5]={0},
msgl[5]=("Numl "), msg2[5]=("Num2 "),
msg3[5]=("Num3 "), msg4[5]=("Num4 "),
msg5[5]=("Num5 "), msg6[5]=("Get n");

void timer(_isr(void) interrupt 1
{

TF0=0;
if(tswitch==1)

{
while(tswitch==1)
{

}

ts1=~tsl;

if(p==0)

{

ts2=1;
MSDELAY (200);
ts2=0;

p=p+1;

}

else if(p!=0)

{

ts3=1;
MSDELAY (200);
ts3=0;

p=0;

}

}

}

void main()
{
P1=0xFF;
P2=0x00;
P3=0x03;
P0=0x03;
ss=0;
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dev1=0;

dev2=0;

dev3=0;

dev4=0;

dev5=0;

dev6=0;

dev7=0;

dev8=0;
MSDELAY(50);
LCDINIT();
alarm=1;

sso=1;
countl[1]="\r";
count1[2]="\n";
sso=1;
send_string(" Initializing ");
sso=1;
MSDELAY(2000);
sso=0;
LCDCOMMAND(0xCO0);
MSDELAY(20);
LCDDATAC(-);
SERIALINIT();
MSDELAY(2000);
LCDDATAC(-);
MSDELAY(1500);
LCDDATAC(-);
MSDELAY(1000);
LCDDATAC(-);
MSDELAY(1000);
LCDDATAC(-);

GSMINIT();
Num[8]=Num[39]='1";
J=0;
for(i=10;1<24;1++)

{

Num[i]=autnuml[j];
=L

}
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Send2Gsm(Num);
Send2Gsm("\r\n");
MSDELAY(500);
LCDDATAC('-";

z=0;

Send2Gsm("AT\r\n");
MSDELAY(100);
Send2Gsm("AT+CPBR=6\r\n");
while(string1[0]!='C' && string1[0]!='K")
{

string1[0]=getCharacter();
z=7+1;

if(z==100)

break;

}

if(string1 [0]=="K")

{

count=1;
Send2Gsm("AT+CPBW=6,\"+91111111111
I\",129 \"RECEIVER6\"");
MSDELAY(100);

}

if(string1 [0]=='C")
{

for(i=0;i<50;i++)

{
string[i]=getCharacter();
}

1=0;

while(string1[i]!="")

{

i=itl;

if(i>50)

{

break;

}

}
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if(i<50)

{

i=i+7;

count=stringl[i];

}

else

{

LCDINIT();
send_string("Problem to read ");
LCDCOMMAND(0xCO0);
send_string("the Phone Book ");

}
}

if(count==0)

{

LCDINIT();

send_string(" GSM Modem is ");
LCDCOMMAND(0xCO0);
send_string(" Disconnected ");

}

else

{

MSDELAY(300);
LCDDATAC(-);

z=0;

Send2Gsm("AT\r\n");
MSDELAY(100);
Send2Gsm("AT+CPBR=1\r\n");
while(string1[0]!='C' && string1[0]!='K")
{

string1[0]=getCharacter();
z=z+1;

if(z==100)

break;

b

if(stringl1 [0]=="K")

{
nl=1;
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string1[0]="";
b

if(string1 [0]=="C")
{

nl=0;
for(i=0;i<50;i++)

{
string1[i]=getCharacter();
}

1=0;
while(string1[i]!="")
{

i=it1;

if(i>50)

{

break;

}

}

if(i<50)

{

i=i+1;

=9
while(string1[i]!'="")
{

charl[j]=string1[i];
L

i=it1;
MSDELAY(1);

}

}

else

{
LCDINIT();

send_string("Problem to read ");

LCDCOMMAND(0xCO0);

send_string("1st Receiver Num");

}
}
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if(count>'1")

{

MSDELAY(300);
LCDDATAC(-);

z=0;

Send2Gsm("AT\r\n");
MSDELAY(100);
Send2Gsm("AT+CPBR=2\r\n");
while(string1[0]!="C' && string1[0]!='K")
{

string1[0]=getCharacter();
z=7+1;

if(z==100)

break;

}

if(string1 [0]=='K")
{

n2=1;
string1[0]="";

}

if(string1 [0]=='C")
{

n2=0;

for(i=0;i<50;i++)

{
string1[1]=getCharacter();
}

1=0;

while(string1[i]!="")

{

i=i+1;

if(i>50)

{

break;

}

}

1f(i<50)

{
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i=i+1;

=9

while(string1[i]!="")

{

char2[j]=string1[i];

=it

i=i+1;

MSDELAY(1);

}

J

else

{

LCDINIT();
send_string("Problem to read ");
LCDCOMMAND(0xCO0);
send_string("2nd Receiver Num");

}
}
}

if(count>"2")

{

MSDELAY(300);
LCDDATAC(-);

z=0;

Send2Gsm("AT\r\n");
MSDELAY(100);
Send2Gsm("AT+CPBR=3\r\n");
while(string1[0]!='C' && string1[0]!='K")
{

string1[0]=getCharacter();
z=z+1;

if(z==100)

break;

j

if(stringl1 [0]=="K")
{

n3=1;
string[0]="";
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}

if(string1[0]=="C")

{

n3=0;

for(i=0;i<50;1++)

{
string1[i]=getCharacter();
}

1=0;

while(string1[1]!=""")

{

i=i+1;

if(i>50)

{

break;

}

}

if(i<50)

{

i=i+1;

=9

while(string1[i]!="")

{

char3[j]=stringl[i];
=L

i=i+1;

MSDELAY(1);

}

}

else

{

LCDINIT();
send_string(""Problem to read ");
LCDCOMMAND(0xCO0);
send_string("3rd Receiver Num");

}
}
}

61




if(count>'3")

{

MSDELAY(300);
LCDDATAC(-);

z=0;

Send2Gsm("AT\r\n");
MSDELAY(100);
Send2Gsm("AT+CPBR=4\r\n");
while(string1[0]!="C' && string1[0]!='K")
{

string1[0]=getCharacter();
z=7+1;

if(z==100)

break;

}

if(string1 [0]=='K")
{

n4=1;
string1[0]="";

}

if(string1 [0]=='C")
{

n4=0;

for(i=0;1<50;i++)

{
string1[i]=getCharacter();
}

1=0;

while(string1[i]!="")

{

i=it1;

if(i>50)

{

break;

}

}

1f(i<50)

{
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i=i+1;

=9

while(string1[i]!="")

{

char4[j]=string1[i];

=L

i=i+1;

MSDELAY(1);

}

J

else

{

LCDINIT();
send_string("Problem to read ");
LCDCOMMAND(0xCO0);
send_string("4th Receiver Num");

}
}
}

if(count>'4")

{

MSDELAY(300);
LCDDATAC(-);

z=0;

Send2Gsm("AT\r\n");
MSDELAY(100);
Send2Gsm("AT+CPBR=5\r\n");
while(string1[0]!='C' && string1[0]!='K")
{

string1[0]=getCharacter();
z=z+1;

if(z==100)

break;

j

if(string1 [0]=="K")
{

n5=1;
string[0]="";
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}

if(string1 [0]=="C")

{

n5=0;

for(i=0;1<50;i++)

{
string1[i]=getCharacter();
}

1=0;

while(string1[1]!=""")

{

i=i+1;

if(i>50)

{

break;

}

}

if(i<50)

{

i=i+1;

=9

while(string1[i]!="")

{

char5[j]=stringl1[i];
=it

i=i+1;

MSDELAY(1);

}

}

else

{

LCDINIT();
send_string("Problem to read ");
LCDCOMMAND(0xCO0);
send_string("5th Receiver Num");

}
}

}
MSDELAY (500);
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LCDDATAC(-);

z=0;

Send2Gsm("AT\r\n");
MSDELAY(100);
Send2Gsm("AT+COPS?\r\n");
while(operator[0]!="")

{
operator[0]=getCharacter();
z=z+1;

if(z>100)

break;

b

if(z<100)

{

for(i=0;i<4;i++)

{
operator|i]=getCharacter();
b

for(i=0;1<4;i++)

{

if(operator[i]!=airtel1[i])

{

airtel=1;

b

}

for(i=0;i<4;i++)

{

if(operator[i]!=ideal[i])

{

idea=1;

}

}

for(i=0;i<4;i++)

{
if(operator[i]!=cellonel[i])
{

cellone=1;

b

}

for(i=0;i<4;i++)
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{

if(operator[i]!=bsnl1[i])

{

bsnl=1;

}

}

for(i=0;i<4;i++)

{
if(operator[i]!=vodaphonel[i])
{

vodaphone=1;

}

}

for(i=0;i<4;i++)

{
if(operator[i]!'=docomo1[i])
{

docomo=1;

}

}
LCDDATA(-');

if(idea==0)

{

z=0;

k=1;
Send2Gsm("AT\r\n");
MSDELAY(100);
Send2Gsm("ATD*121#\r\n");
while(bal[0]!="")

{
bal[0]=getCharacter();
z=z+1;

if(z>1000)

break;

b

getCharacter();
getCharacter();
getCharacter();
getCharacter();
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for(i=0;i<160;i++)
{
bal[i]=getCharacter();

}
1=0;

while(bal[i]!='R' || bal[i-1]'='N" || bal[i-

2]1="T)

{

i=i+1;
if(i>160)
break;

}

1=1+3;
bal[i]="";
}

if(airte]l==0)

{

z=0;

k=1;
Send2Gsm("AT\r\n");
MSDELAY(100);
Send2Gsm("ATD*123#\r\n");
while(bal[0]!="")

{
bal[0]=getCharacter();
z=7+1;

if(z>1000)

break;

}

for(i=0;i<160;1++)

{
bal[i]=getCharacter();
}

J

if(docomo==0)
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Send2Gsm("AT\r\n");
MSDELAY(100);
Send2Gsm("ATD*111#\r\n");
while(bal[0]!="")

{
bal[0]=getCharacter();
z=z+1;

if(z>1000)

break;

J

for(i=0;1<160;1++)

{
bal[i]=getCharacter();
}

}

if(cellone1==0)

{

z=0;

k=1;
Send2Gsm("AT\r\n");
MSDELAY(100);
Send2Gsm("ATD*123#\r\n");
while(bal[0]!="")

{
bal[0]=getCharacter();
z=7+1;

if(z>1000)

break;

}

for(i=0;i<160;1++)

{
bal[i]=getCharacter();
}

J

if(vodaphone1==0)
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Send2Gsm("AT\r\n");
MSDELAY(100);
Send2Gsm("ATD*141#\r\n");
while(bal[0]!="")

{
bal[0]=getCharacter();
z=z+1;

if(z>1000)

break;

J

for(i=0;1<160;1++)

{
bal[i]=getCharacter();
}

}

}

}
LCDDATA(-');

while(1)
{
1IE=0x00;
TRO=0;
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ts2=0;

ts3=0;

siren=0;

ss=0;

GSMINIT();

alarm=1;

z=0;

MSDELAY(200);
LCDDATAC(-);
if(P1!=0x00)

{

if(ss==0 && ssi==0)

{

ss=1;

MSDELAY(200);
alarm=1;
LCDCOMMAND(0x80);
send_string(" Short Circuit ");
LCDCOMMAND(0xCO0);
send_string(" In the System ");
MSDELAY (200);
repeat=0;

if(count!=0)

{

if(n1==0)

{

Send2Gsm(charl);
MSDELAY (60);
Send2Gsm("Short Circuit in the
System.\r\n");
Send2Gsm("\r\n");
if(k==1)

{

1=0;

while(bal[i]!="")

{

serial(bal[i]);

i=i+1;

}

}
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MSDELAY(30);
serial(Ox1A);

}

if(count>'1' && n2==0)
{

7z=0;

while(chr1[0]!='K' && chr1[0]!="R")
{
chr1[0]=getCharacter();
z=7+1;

if(z>100)

break;

j

if(chr1[0]=='R")

{

repeat=1;

}

chr1[0]="";

z=0;

Send2Gsm(char2);
MSDELAY (60);
Send2Gsm("Short Circuit in the
System.\r\n");
MSDELAY(30);
serial(0x1A);

}

if(count>"2' && n3==0)
{

while(chr1[0]!="K' && chr1[0]!="R")
{
chr1[0]=getCharacter();
z=z+1;

if(z>100)

break;

j

chr1[0]="";

z=0;

Send2Gsm(char3);
MSDELAY(60);
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Send2Gsm("Short Circuit in the
System.\r\n");

MSDELAY(30);

serial(Ox1A);

b

if(count>'3' && n4==0)

{

while(chr1[0]!='K' && chr1[0]!="R")
{

chr1[0]=getCharacter();

z=7+1;

if(z>100)

break;

}

chr1[0]="";

z=0;

Send2Gsm(char4);
MSDELAY(60);
Send2Gsm("Short Circuit in the
System.\r\n");

MSDELAY(30);

serial(Ox1A);

}

if(count>'4' && n5==0)

{

while(chr1[0]!='K' && chr1[0]!="R")
{

chr1[0]=getCharacter();

z=7+1;

if(z>100)

break;

}

chr1[0]="";

z=0;

Send2Gsm(char?);

MSDELAY (60);
Send2Gsm("Short Circuit in the
System.\r\n");

MSDELAY(30);

serial(0x1A);
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MSDELAY(200);

}

if(repeat==1)

{

MSDELAY(500);
repeat=0;
Send2Gsm(charl);
MSDELAY(60);
Send2Gsm("Short Circuit in the
System.\r\n");
MSDELAY(30);
serial(Ox1A);

7z=0;

while(chr1[0]!="K' && chr1[0]!="R")
{

chr1[0]=getCharacter();
z=z+1;

if(z>100)

break;

}

chr1[0]="";

}

}

}

else

{

MSDELAY(1000);
alarm=1;
LCDCOMMAND(0x80);
send_string(" ");
LCDCOMMAND(0xCO0);
send_string(" ");
LCDCOMMAND(0x80);
send string(" System Error ");
MSDELAY(100);
repeat=0;

if(count!=0)

{

if(n1==0)

{
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Send2Gsm(charl);
MSDELAY(60);
Send2Gsm("System Error.\r\n");
Send2Gsm("\r\n");
if(k==1)

{

i=0;
while(bal[i]!="")

{

serial(bal[i]);
i=i+1;

}

}
MSDELAY (30);

serial(Ox1A);

}

if(count>'1' && n2==0)
{

while(chr1[0]!="K' && chr1[0]!="R")
{
chr1[0]=getCharacter();
z=z+1;

if(z>200)

break;

}

if(chr1[0]=='R")

{

repeat=1;

b

chrl[0]="";

z=0;

Send2Gsm(char2);
MSDELAY(60);
Send2Gsm("System Error.\r\n");
MSDELAY(30);
serial(Ox1A);

b

if(count>"2' && n3==0)

{
while(chr1[0]!='K' && chr1[0]!="R")
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{
chr1[0]=getCharacter();

z=z+1;

if(z>200)

break;

}

chr1[0]="";

z=0;

Send2Gsm(char3);
MSDELAY(60);
Send2Gsm("System Error.\r\n");
MSDELAY(30);

serial(Ox1A);

}

if(count>'3' && n4==0)

{

while(chr1[0]!='K' && chr1[0]!="R")
{

chr1[0]=getCharacter();

z=7+1;

if(z>200)

break;

}

chr1[0]="";

z=0;

Send2Gsm(char4);
MSDELAY(60);
Send2Gsm("System Error.\r\n");
MSDELAY(30);

serial(Ox1A);

}

if(count>'4' && n5==0)

{

while(chr1[0]!='K' && chr1[0]!="R")
{

chr1[0]=getCharacter();

z=7+1;

if(z>200)

break;

}
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chrl[0]="";

z=0;

Send2Gsm(char?);
MSDELAY(60);
Send2Gsm("System Error.\r\n");
MSDELAY(30);

serial(0x1A);

MSDELAY(200);

}

if(repeat==1)

{

MSDELAY(300);

repeat=0;

Send2Gsm(charl);

MSDELAY (60);
Send2Gsm("System Error.\r\n");
MSDELAY(30);

serial(Ox1A);

z=0;

while(chr1[0]!="K' && chr1[0]!="R")
{

chr1[0]=getCharacter();

z=z+1;

if(z>200)

break;

}

chrl[0]="";

J

}
MSDELAY (2000);

LCDCOMMAND(0x80);
send_string("Error in sensor:");
LCDCOMMAND(0xCO0);
if(sensor1==1)

{

send string("1");

}

if(sensor2==1)

{
send_string("2");
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}

if(sensor3==1)

{

send_string("3 ");
}

if(sensord==1)

{

send string("4 ");
}

if(sensor5==1)

{

send_string("5 ");
}

if(sensor6==1)

{

send_string("6 ");
}

if(sensor7==1)

{

send_string("7 ");
}

if(sensor8==1)

{

send_string("8 ");
}

}
while(P1!=0x00)
{

}

break;

}

else if(P1==0x00)

{

GSMINIT();
LCDDATAC(-);
MSDELAY(1500);
alarm=0;

siren=0;
LCDCOMMAND(0x80);
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send_string(" ");
LCDCOMMAND(0xCO0);
send_string(" ");
LCDCOMMAND(0x80);
send_string(" Welcome to ");
LCDCOMMAND(0xCO0);
send_string("Security System ");
MSDELAY(200);

IE=0x82;

TRO=1;

repeat=0;

if(count!=0)

{

if(n1==0)

{

Send2Gsm(charl);
MSDELAY(60);
Send2Gsm("Welcome to Security
System.\r\n");
Send2Gsm("\r\n");

if(k==1)

{

1=0;

while(bal[i]!="")

{

serial(bal[i]);

i=i+1;

}

}
MSDELAY (30);

serial(0x1A);

}

if(count>'l' && n2==0)

{

while(chr1[0]!='K' && chr1[0]!="R")
{

chr1[0]=getCharacter();

z=7+1;

if(z>100)

break;
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J

if(chr1[0]=='R")

{

repeat=1;

}

chr1[0]="";

7z=0;

Send2Gsm(char2);

MSDELAY (60);
Send2Gsm("Welcome to Security
System.\r\n");

MSDELAY(30);

serial(Ox1A);

}

if(count>"2' && n3==0)

{

while(chr1[0]!='K' && chr1[0]!="R")
{

chr1[0]=getCharacter();

z=7+1;

if(z>100)

break;

}

chrl[0]="";

z=0;

Send2Gsm(char3);
MSDELAY(60);
Send2Gsm("Welcome to Security
System.\r\n");

MSDELAY(30);

serial(0x1A);

}

if(count>'3' && n4==0)

{

while(chr1[0]!="K' && chr1[0]!="R")
{

chr1[0]=getCharacter();

z=7+1;

if(z>100)

break;
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}

chrl[0]="";

z=0;

Send2Gsm(char4);
MSDELAY(60);
Send2Gsm("Welcome to Security
System.\r\n");
MSDELAY (30);
serial(0x1A);

}

if(count>'4' && n5==0)
{

while(chr1[0]!='K' && chr1[0]!='"R")

{
chr1[0]=getCharacter();

z=z+1;

if(z>100)

break;

J

chrl[0]="";

z=0;
Send2Gsm(char5);
MSDELAY(60);
Send2Gsm("Welcome to Security
System.\r\n");
MSDELAY(30);
serial(Ox1A);
MSDELAY(200);
}

if(repeat==1)

{
MSDELAY(300);
repeat=0;
Send2Gsm(charl);
MSDELAY(60);
Send2Gsm("Welcome to Security
System.\r\n");
MSDELAY(30);
serial(Ox1A);

z=0;
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while(chr1[0]!'='K' && chr1[0]!="R")
{

chr1[0]=getCharacter();
7=7+1;

if(z>100)

break;

}

chrl[0]="";

z=0;

}

}

}

IE=0x82;

TRO=1;

MSDELAY(100);

RI=0;

while(P1==0x00)

{

if(ss==0 && ssi==0)

{

ss=1;

MSDELAY(200);

alarm=1;
LCDCOMMAND(0x80);
send_string(" Short Circuit ");
LCDCOMMAND(0xCO0);
send_string(" In the System ");
MSDELAY (200);

repeat=0;

if(count!=0)

{

if(n1==0)

{

Send2Gsm(charl);
MSDELAY(60);
Send2Gsm("Short Circuit in the
System.\r\n");
Send2Gsm("\r\n");

if(k==1)

{
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1=0;
while(bal[i+1]!="")
{

serial(bal[i]);
i=i+1;

}

}
MSDELAY (30);

serial(Ox1A);

J

if(count>'1' && n2==0)
{

z=0;

while(chr1[0]!='K' && chr1[0]!="R")
{
chr1[0]=getCharacter();
z=z+1;

if(z>100)

break;

}

if(chr1[0]=='R")

{

repeat=1;

J

chr1[0]="";

7z=0;

Send2Gsm(char2);
MSDELAY (60);
Send2Gsm("Short Circuit in the
System.\r\n");
MSDELAY(30);
serial(0x1A);

}

if(count>"2' && n3==0)
{

while(chr1[0]!='K' && chr1[0]!="R")
{
chr1[0]=getCharacter();
z=z+1;

if(z>100)
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break;

b

chrl[0]="";

z=0;

Send2Gsm(char3);
MSDELAY(60);
Send2Gsm("Short Circuit in the
System.\r\n");

MSDELAY(30);

serial(Ox1A);

h

if(count>'3' && n4==0)

{

while(chr1[0]!="K' && chr1[0]!="R")
{

chr1[0]=getCharacter();

z=z+1;

if(z>100)

break;

b

chrl[0]="";

z=0;

Send2Gsm(char4);

MSDELAY (60);
Send2Gsm("Short Circuit in the
System.\r\n");

MSDELAY(30);

serial(Ox1A);

b

if(count>'4' && n5==0)

{

while(chr1[0]!="K' && chr1[0]!="R")
{

chr1[0]=getCharacter();

7=7+1;

if(z>100)

break;

b

chrl[0]="";

7z=0;
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Send2Gsm(char?);
MSDELAY(60);
Send2Gsm("Short Circuit in the
System.\r\n");

MSDELAY(30);

serial(0x1A);

MSDELAY(200);

b

if(repeat==1)

{

MSDELAY(500);

repeat=0;

Send2Gsm(charl);
MSDELAY(60);
Send2Gsm("Short Circuit in the
System.\r\n");

MSDELAY(30);

serial(Ox1A);

z=0;

while(chr1[0]!=K' && chr1[0]!=R")

{
chr1[0]=getCharacter();

z=z+1;
if(z>100)
break;

}
chrl[0]="";
J

}

}

if(RI==1)
{
1IE=0x00;
TRO=0;
SMScon();
RI=0;
IE=0x82;
TRO=1;

}
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IE=0x82;
TRO=1;

}
MSDELAY(5);

if(P1!=0x00)

{

MSDELAY(5);
LCDCOMMAND(0xCO0);
send_string(" ");
LCDCOMMAND(0x80);
send_string("Detected Sensor:");
alarm=1;
LCDCOMMAND(0xCO0);

while(1)
{
1IE=0x82;
TRO=1;

if(ss==0 && ssi==0)

{

ss=1;

MSDELAY(200);

alarm=1;
LCDCOMMAND(0x80);
send_string(" Short Circuit ");
LCDCOMMAND(0xCO0);
send_string(" In the System ");
MSDELAY(200);

repeat=0;

if(count!=0)

{

if(n1==0)

{

Send2Gsm(charl);

MSDELAY (60);
Send2Gsm("Short Circuit in the
System.\r\n");
Send2Gsm("\r\n");
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if(k==1)

{

1=0;
while(bal[i+1]!="")
ierial(bal[i]);
i=i+1;

b

}
MSDELAY (30);

serial(Ox1A);

}

if(count>'1' && n2==0)

{

7z=0;

while(chr1[0]!="K' && chr1[0]!="R")
{

chr1[0]=getCharacter();

7=7+1;

if(z>100)

break;

}

if(chr1[0]=='R")

{

repeat=1;

}

chrl[0]="";

z=0;

Send2Gsm(char2);

MSDELAY (60);
Send2Gsm("Short Circuit in the
System.\r\n");

MSDELAY(30);

serial(0x1A);

}

if(count>"2' && n3==0)

{

while(chr1[0]!='K' && chr1[0]!="R")

{
chr1[0]=getCharacter();
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z=7+1;

if(z>100)

break;

b

chrl[0]="";

z=0;

Send2Gsm(char3);
MSDELAY(60);
Send2Gsm("Short Circuit in the
System.\r\n");

MSDELAY(30);

serial(Ox1A);

j

if(count>'3' && n4==0)

{

while(chr1[0]!='K' && chr1[0]!="R")
{

chr1[0]=getCharacter();

z=7+1;

if(z>100)

break;

}

chr1[0]="";

z=0;

Send2Gsm(char4);
MSDELAY(60);
Send2Gsm("Short Circuit in the
System.\r\n");

MSDELAY(30);

serial(Ox1A);

}

if(count>'4' && n5==0)

{

while(chr1[0]!='K' && chr1[0]!="R")
{

chr1[0]=getCharacter();

z=7+1;

if(z>100)

break;

}
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chrl[0]="";

z=0;

Send2Gsm(char?);
MSDELAY(60);
Send2Gsm("Short Circuit in the
System.\r\n");
MSDELAY(30);
serial(Ox1A);
MSDELAY (200);

h

if(repeat==1)

{

MSDELAY(500);
repeat=0;
Send2Gsm(charl);
MSDELAY(60);
Send2Gsm("Short Circuit in the
System.\r\n");
MSDELAY(30);
serial(Ox1A);

z=0;

while(chr1[0]!='K' && chr1[0]!="R")
{
chr1[0]=getCharacter();
z=z+1;

if(z>100)

break;

b

chrl[0]="";

b

}

}

if(RI==1)
{
IE=0x00;
TRO=0;
SMScon();
RI=0;
IE=0x82;
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TRO=1;
j

if(sensorl==1 && a==0)
{

alarm=1;

if(a==0)

{

send_string("1");

a=l1;

}

if(m==0)

{

repeat=0;

if(count!=0)

{

if(n1==0)

{

Send2Gsm(charl);
MSDELAY(50);
Send2Gsm("Detected Sensor S1.\r\n");
MSDELAY(20);
serial(0x1A);

}

if(count>'1' && n2==0)
{

MSDELAY(1200);
Send2Gsm(char2);
MSDELAY(50);
Send2Gsm("Detected Sensor S1.\r\n");
MSDELAY(20);
serial(0x1A);

}

if(count>"2' && n3==0)
{

MSDELAY(1200);
Send2Gsm(char3);
MSDELAY(50);
Send2Gsm("Detected Sensor S1.\r\n");
MSDELAY(20);
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serial(Ox1A);

b

if(count>'3' && n4==0)
{

MSDELAY(1200);
Send2Gsm(char4);
MSDELAY(50);
Send2Gsm("Detected Sensor S1.\r\n");
MSDELAY(20);
serial(Ox1A);

h

if(count>'4' && n5==0)
{

MSDELAY(1200);
Send2Gsm(char5);
MSDELAY(50);
Send2Gsm("Detected Sensor S1.\r\n");
MSDELAY(20);
serial(Ox1A);
MSDELAY(500);

b

if(repeat==1)

{

repeat=0;
Send2Gsm(charl);
MSDELAY(50);
Send2Gsm("Detected Sensor S1.\r\n");
MSDELAY(20);
serial(Ox1A);
MSDELAY(500);

}

}

}

m=1;

}

if(sensor2==1 && b==0)
{

alarm=1;
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if(b==0)

{

send_string("2");

b=1;

b

if(m==0)

{

repeat=0;

if(count!=0)

{

if(n1==0)

{

Send2Gsm(charl);
MSDELAY(50);
Send2Gsm("Detected Sensor S2.\r\n");
MSDELAY (20);
serial(0x1A);

b

if(count>'1' && n2==0)
{

MSDELAY(1200);
Send2Gsm(char2);
MSDELAY(50);
Send2Gsm("Detected Sensor S2.\r\n");
MSDELAY(20);
serial(0x1A);

b

if(count>"2' && n3==0)
{

MSDELAY(1200);
Send2Gsm(char3);
MSDELAY(50);
Send2Gsm("Detected Sensor S2.\r\n");
MSDELAY (20);
serial(Ox1A);

b

if(count>'3' && n4==0)
{

MSDELAY(1200);
Send2Gsm(char4);
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MSDELAY(50);
Send2Gsm("Detected Sensor S2.\r\n");
MSDELAY(20);

serial(0x1A);

}

if(count>'4' && n5==0)

{

MSDELAY(1200);

Send2Gsm(char?);

MSDELAY(50);
Send2Gsm("Detected Sensor S2.\r\n");
MSDELAY (20);

serial(Ox1A);

MSDELAY(500);

}

if(repeat==1)

{

repeat=0;

Send2Gsm(charl);

MSDELAY(50);
Send2Gsm("Detected Sensor S2.\r\n");
MSDELAY(20);

serial(0x1A);

MSDELAY(500);

b

}

}

m=1;

}

if(sensor3==1 && c==0)
{

alarm=1;

if(c==0)

{

send_string("3 ");

c=1;

}

if(m==0)

{
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repeat=0;

if(count!=0)

{

if(n1==0)

{

Send2Gsm(charl);

MSDELAY(50);
Send2Gsm("Detected Sensor S3.\r\n");
MSDELAY(20);

serial(Ox1A);

}

if(count>'1' && n2==0)

{

MSDELAY(1200);

Send2Gsm(char2);

MSDELAY(50);
Send2Gsm("Detected Sensor S3.\r\n");
MSDELAY(20);

serial(Ox1A);

}

if(count>"2' && n3==0)

{

MSDELAY(1200);

Send2Gsm(char3);

MSDELAY(50);
Send2Gsm("Detected Sensor S3.\r\n");
MSDELAY(20);

serial(Ox1A);

}

if(count>'3' && n4==0)

{

MSDELAY (1200);

Send2Gsm(char4);

MSDELAY(50);
Send2Gsm("Detected Sensor S3.\r\n");
MSDELAY(20);

serial(Ox1A);

J

if(count>'4' && n5==0)

{
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MSDELAY(1200);

Send2Gsm(char?);

MSDELAY(50);
Send2Gsm("Detected Sensor S3.\r\n");
MSDELAY(20);

serial(0x1A);

MSDELAY(500);

}

if(repeat==1)

{

repeat=0;

Send2Gsm(charl);

MSDELAY(50);
Send2Gsm("Detected Sensor S3.\r\n");
MSDELAY(20);

serial(Ox1A);

MSDELAY(500);

}
}
}
m=1;

}

if(sensord==1 && dd==0)
{

alarm=1;
if(dd==0)

{
send_string("4");
dd=1;

}

if(m==0)

{

repeat=0;
if(count!=0)

{

if(n1==0)

{
Send2Gsm(charl);
MSDELAY(50);
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Send2Gsm("Detected Sensor S4.\r\n");
MSDELAY(20);

serial(0x1A);

}

if(count>'l' && n2==0)

{

MSDELAY(1200);

Send2Gsm(char2);

MSDELAY(50);
Send2Gsm("Detected Sensor S4.\r\n");
MSDELAY(20);

serial(Ox1A);

}

if(count>"2' && n3==0)

{

MSDELAY(1200);

Send2Gsm(char3);

MSDELAY(50);
Send2Gsm("Detected Sensor S4.\r\n");
MSDELAY(20);

serial(Ox1A);

}

if(count>'3' && n4==0)

{

MSDELAY(1200);

Send2Gsm(char4);

MSDELAY(50);
Send2Gsm("Detected Sensor S4.\r\n");
MSDELAY(20);

serial(Ox1A);

}

if(count>'4' && n5==0)

{

MSDELAY(1200);

Send2Gsm(char5);

MSDELAY(50);
Send2Gsm("Detected Sensor S4.\r\n");
MSDELAY(20);

serial(0x1A);

MSDELAY(500);
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}

if(repeat==1)

{

repeat=0;

Send2Gsm(charl);

MSDELAY(50);
Send2Gsm("Detected Sensor S4.\r\n");
MSDELAY(20);

serial(0x1A);

MSDELAY(500);

}
}
}
m=1;

}

if(sensor5==1 && e==0)
{

alarm=1;

if(e==0)

{

send_string("5");

e=1;

b

1f(m==0)

{

repeat=0;

if(count!=0)

{

if(n1==0)

{

Send2Gsm(charl);
MSDELAY(50);
Send2Gsm("Detected Sensor S5.\r\n");
MSDELAY(20);
serial(Ox1A);

b

if(count>'1' && n2==0)

{
MSDELAY(1200);
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Send2Gsm(char2);

MSDELAY(50);
Send2Gsm("Detected Sensor S5.\r\n");
MSDELAY(20);

serial(Ox1A);

}

if(count>"2' && n3==0)

{

MSDELAY(1200);

Send2Gsm(char3);

MSDELAY(50);
Send2Gsm("Detected Sensor S5.\r\n");
MSDELAY(20);

serial(0x1A);

}

if(count>'3' && n4==0)

{

MSDELAY(1200);

Send2Gsm(char4);

MSDELAY(50);
Send2Gsm("Detected Sensor S5.\r\n");
MSDELAY(20);

serial(0x1A);

}

if(count>'4' && n5==0)

{

MSDELAY(1200);

Send2Gsm(char?);

MSDELAY(50);
Send2Gsm("Detected Sensor S5.\r\n");
MSDELAY(20);

serial(0x1A);

MSDELAY(500);

b

if(repeat==1)

{

repeat=0;

Send2Gsm(charl);

MSDELAY(50);
Send2Gsm("Detected Sensor S5.\r\n");
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MSDELAY(20);
serial(Ox1A);
MSDELAY(500);

J
}
}
m=1;

}

if(sensor6==1 && f==0)
{

alarm=1;

if(f==0)

{

send_string("6 ");

t=1;

}

if(m==0)

{

repeat=0;

if(count!=0)

{

if(n1==0)

{

Send2Gsm(charl);
MSDELAY(50);
Send2Gsm("Detected Sensor S6.\r\n");
MSDELAY(20);
serial(0x1A);

}

if(count>'l' && n2==0)
{

MSDELAY(1200);
Send2Gsm(char2);
MSDELAY(50);
Send2Gsm("Detected Sensor S6.\r\n");
MSDELAY(20);
serial(Ox1A);

}
if(count>"2" && n3==0)
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{
MSDELAY/(1200);

Send2Gsm(char3);

MSDELAY(50);
Send2Gsm("Detected Sensor S6.\r\n");
MSDELAY(20);

serial(Ox1A);

}

if(count>'3' && n4==0)

{

MSDELAY(1200);

Send2Gsm(char4);

MSDELAY(50);
Send2Gsm("Detected Sensor S6.\r\n");
MSDELAY(20);

serial(0x1A);

}

if(count>'4' && n5==0)

{

MSDELAY(1200);

Send2Gsm(char?);

MSDELAY(50);
Send2Gsm("Detected Sensor S6.\r\n");
MSDELAY(20);

serial(Ox1A);

MSDELAY(500);

b

if(repeat==1)

{

repeat=0;

Send2Gsm(charl);

MSDELAY(50);
Send2Gsm("Detected Sensor S6.\r\n");
MSDELAY (20);

serial(Ox1A);

MSDELAY(500);

b

}
}

m=1;
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}

if(sensor7==1 && 1==0)
{

//alarm=1;

if(1I==0)

{

if(siren==0)

{

alarm=1;

}

if(gg==0)

{

send_string("7");
ge=1;

}

//send_string("7 ");
MSDELAY(10);
repeat=0;

if(count!=0)

{

if(n1==0)

{

Send2Gsm(charl);
MSDELAY(50);
Send2Gsm("Detected Sensor S7.\r\n");
MSDELAY(20);
serial(0x1A);

}

if(count>'1' && n2==0)
{

MSDELAY (1200);
Send2Gsm(char2);
MSDELAY(50);
Send2Gsm("Detected Sensor S7.\r\n");
MSDELAY(20);
serial(0x1A);

}

if(count>"2' && n3==0)
{
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MSDELAY(1200);

Send2Gsm(char3);

MSDELAY(50);
Send2Gsm("Detected Sensor S7.\r\n");
MSDELAY(20);

serial(Ox1A);

}

if(count>'3' && n4==0)

{

MSDELAY(1200);

Send2Gsm(char4);

MSDELAY(50);
Send2Gsm("Detected Sensor S7.\r\n");
MSDELAY(20);

serial(Ox1A);

}

if(count>'4' && n5==0)

{

MSDELAY(1200);

Send2Gsm(char?);

MSDELAY(50);
Send2Gsm("Detected Sensor S7.\r\n");
MSDELAY(20);

serial(Ox1A);

MSDELAY(500);

}

if(repeat==1)

{

repeat=0;

Send2Gsm(charl);

MSDELAY(50);
Send2Gsm("Detected Sensor S7.\r\n");
MSDELAY(20);

serial(Ox1A);

MSDELAY(500);

w-fTu-wu-wuw
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if(sensor8==1 && n==0)
{

//alarm=1;

if(n==0)

{

if(siren==0)

{

alarm=1;

}

if(hh==0)

{

send_string("8 ");
hh=1;

}

//send_string("8 ");
MSDELAY(10);
repeat=0;

if(count!=0)

{

if(n1==0)

{

Send2Gsm(charl);
MSDELAY (50);
Send2Gsm("Detected Sensor S8.\r\n");
MSDELAY(20);
serial(0x1A);

}

if(count>'1' && n2==0)
{

MSDELAY(1200);
Send2Gsm(char2);
MSDELAY(50);
Send2Gsm("Detected Sensor S8.\r\n");
MSDELAY (20);
serial(0x1A);

}

if(count>"2' && n3==0)

{
MSDELAY(1200);
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Send2Gsm(char3);

MSDELAY(50);
Send2Gsm("Detected Sensor S8.\r\n");
MSDELAY(20);

serial(Ox1A);

}

if(count>'3' && n4==0)

{

MSDELAY(1200);

Send2Gsm(char4);

MSDELAY(50);
Send2Gsm("Detected Sensor S8.\r\n");
MSDELAY(20);

serial(0x1A);

}

if(count>'4' && n5==0)

{

MSDELAY(1200);

Send2Gsm(char?);

MSDELAY(50);
Send2Gsm("Detected Sensor S8.\r\n");
MSDELAY(20);

serial(0x1A);

MSDELAY(500);

b

if(repeat==1)

{

repeat=0;

Send2Gsm(charl);

MSDELAY(50);
Send2Gsm("Detected Sensor S8.\r\n");
MSDELAY(20);

serial(0x1A);

MSDELAY(500);
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//if(P1!=0x00)
14
if(siren==1)

{

for(i=0;i<150;i++)

{

MSDELAY(100);
if(sensorl==1 && a==0)
{

send_string("1 ");

a=l1;

}

if(sensor2==1 && b==0)
{

send_string("2");

b=1;

}

if(sensor3==1 && c==0)
{

send_string("3 ");

c=1;

}

if(sensord==1 && dd==0)
{

send_string("4 ");

dd=1;

}

if(sensor5==1 && e==0)
{

send_string("5");

e=1;

}

if(sensor6==1 && ==0)
{

send_string("6 ");

=1;

}

if(sensor7==1 && gg==0)
{
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send_string("7 ");
gg=1;

}

if(sensor8==1 && hh==0)
{

send string("8 ");
hh=1;

}

}

sirenoff=1;
alarm=1;
siren=0;

siren=0;

}

if(siren==0 && sirenoff==0)
{

for(i=0;1<100;1++)

{

MSDELAY(100);
if(sensorl==1 && a==0)
{

send_string("1 ");

a=1;

}

if(sensor2==1 && b==0)
{

send_string("2 ");

b=1;

}

if(sensor3==1 && c==0)
{

send_string("3 ");

c=1;

}

if(sensord==1 && dd==0)
{

send_string("4 ");

dd=1;
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}

if(sensor5==1 && e==0)
{

send_string("5 ");

e=1;

}

if(sensor6==1 && ==0)
{

send_string("6 ");

=1;

}

if(sensor7==1 && gg==0)
{

send_string("7");

ge=l;

}

if(sensor8==1 && hh==0)
{

send_string("8 ");

hh=1;

}

}

alarm=0;
siren=1;
siren=1;
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s5=0;

s6=0;

s7=0;

auth=0;

z=0;

MSDELAY(300);
charr[0]="";
Send2Gsm("AT\r\n");
MSDELAY(100);
Send2Gsm("AT+CMGR=1\r\n");
while(charr[0]'='G' && charr[0]!="K")
{
charr[0]=getCharacter();
z=z+1;

if(z>100)

break;

}

if(charr[0]=='G")

{

for(i=0;1<85;1++)

{
charr[i]=getCharacter();
}

MSDELAY(100);
RI=0;

1=0;

J=0;

while(charr[i]!="t+")

{

i=i+1;

if(i>75)

{

break;

}

J

1=i-1;

for(j=0;j<15;++)

{

autnum(j]=charr([i];
i=i+1;
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}

for(i=0;i<15;1++)

{

if(autnum{[i]!=autnum1[i])

auth=1;

}

if(auth==0)
{

1=0;

J=0;

while((chart[i]'="") || (j!=8))

{

i=i+1;
if(charr[i]=="")
{

=ith

J
if(i>100)
{

break;

}

J

if(i<100)

{

1=1+3;
for(j=0;j<5;j++)
{
msg[j]=charrt[i];
i=i+1;

}

for(k=0;k<5;k++)

{
if(msg[k]!'=msgl[k])
{

sl=1;

}
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}

for(k=0;k<5;k++)

{
if(msg[k]!'=msg2[k])
{

s2=1;

}

}

for(k=0;k<5;k++)

{
if(msg[k]!'=msg3[k])
{

s3=1;

}

}

for(k=0;k<5;k++)

{
if(msg[k]!'=msg4[k])

for(k=0;k<5;k++)

{
if(msg[k]!'=msg5[k])
{

s5=1;

}

}

for(k=0;k<5;k++)

{
if(msg[k]!'=msg6[k])
{

s6=1;

}

}

for(k=0;k<5;k++)

{
if(msg[k]!'=msg7[k])
{
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if(s2==0)

{

if(charr[i]=="X")

{

n2=1;
Send2Gsm("AT+CPBW=2\r\n");
MSDELAY(100);
Send2Gsm(charl);
MSDELAY(100);
for(j=12;j<22;j++)

{

serial(char2[j]);
char2[j]=""

}

Send2Gsm("\r\n");
Send2Gsm("is deleted from location
2.\r\n");
MSDELAY(100);
serial(Ox1A);

z=0;

while(chr1[0]!="K' && chr1[0]!="R")
{
chr1[0]=getCharacter();
z=z+1;

if(z>300)

break;

b

chr1[0]="";

z=0;

MSDELAY (20);

}
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else

{

n2=0;
for(j=14;j<24;j++)

{

Num([j]=charr[i];
char2[j-2]=charr[i];
New[j-14]=chart([i];
i=i+1;

h
Num[8]=Num[39]="2";
MSDELAY(100);
Send2Gsm(Num);
Send2Gsm("\r\n");
MSDELAY(100);
Send2Gsm(char2);
MSDELAY(100);
Send2Gsm("Your Number is added to
Security System.\r\n");
MSDELAY(100);
serial(Ox1A);

z=0;

while(chr1[0]!='K' && chr1[0]!="R")
{
chr1[0]=getCharacter();
z=z+1;

if(z>300)

break;

b

chrl[0]="";

7z=0;

MSDELAY(100);
Send2Gsm(charl);
MSDELAY(100);
Send2Gsm(New);
Send2Gsm("\r\n");
MSDELAY(100);
Send2Gsm("is added to Security System as
a 2nd Receiver.\r\n");
MSDELAY(100);
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serial(Ox1A);

7z=0;

while(chr1[0]!="K' && chr1[0]!="R")
{

chr1[0]=getCharacter();

z=z+1;

if(z>300)

break;

b

chr1[0]="";

7z=0;

MSDELAY(100);

if(count<'2")

{

count="2";
Send2Gsm("AT+CPBW=6,\"+91222222222
2\",129,\"RECEIVER6\"");
Send2Gsm("\r\n");

MSDELAY(50);

}
}
}

if(s3==0)

{

if(charr[i]=="x")

{

n3=1;
Send2Gsm("AT+CPBW=3\r\n");
MSDELAY(100);
Send2Gsm(charl);
MSDELAY(100);
for(j=12;j<22;j++)

{

serial(char3[j]);

char3[j]="";

b

Send2Gsm("\r\n");
Send2Gsm("is deleted from location
3.\r\n");
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MSDELAY(100);
serial(Ox1A);

z=0;

while(chr1[0]!="K' && chr1[0]!="R")
{
chr1[0]=getCharacter();
z=z+1;

if(z>300)

break;

J

chr1[0]="";

z=0;

MSDELAY(20);

}

else

{

n3=0;
for(j=14,j<24;j++)

{

Num[j]=charr][i];
char3[j-2]=charrf[i];
New[j-14]=charr([i];
i=i+1;

}
Num[8]=Num[39]="3";
MSDELAY(100);
Send2Gsm(Num);
Send2Gsm("\r\n");
MSDELAY(100);
Send2Gsm(char3);
MSDELAY(100);
Send2Gsm("Your Number is added to
Security System.\r\n");
MSDELAY(100);
serial(0x1A);

z=0;

while(chr1[0]!'='K' && chr1[0]!="R")
{
chr1[0]=getCharacter();
z=z+1;
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if(z>300)

break;

}

chr1[0]="";
MSDELAY(100);
Send2Gsm(charl);
MSDELAY(100);
Send2Gsm(New);
Send2Gsm("\r\n");
MSDELAY(100);
Send2Gsm("is added to Security System as
a 3rd Receiver.\r\n");
MSDELAY(100);
serial(0x1A);

z=0;

while(chr1[0]!="K' && chr1[0]!="R")
{

chr1[0]=getCharacter();
z=7+1;

if(z>300)

break;

}

chrl[0]="";

z=0;

MSDELAY(100);
if(count<'3")

{

count="3";
Send2Gsm("AT+CPBW=6,\"+91333333333
3\",129,\"RECEIVER6\"");
Send2Gsm("\r\n");
MSDELAY(50);

}

}

j

if(s4==0)

{
if(charr[i]=="x")
{
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n4=1;
Send2Gsm("AT+CPBW=4\r\n");
MSDELAY(100);
Send2Gsm(charl);
MSDELAY(100);
for(j=12;j<22;j++)

{

serial(char4(j]);

chard[j]="";

}

Send2Gsm("\r\n");
Send2Gsm("is deleted from location
4\r\n");

MSDELAY(100);

serial(0x1A);

z=0;

while(chr1[0]!="K' && chr1[0]!="R")
{

chr1[0]=getCharacter();

7=7+1;

1f(z>300)

break;

}

chr1[0]="";

z=0;

MSDELAY(20);

}

else

{

n4=0;
for(j=14;j<24;j++)
{

Num([j]=charr[i];
char4[j-2]=charr[i];
Newl[j-14]=charr[i];
i=i+1;

b
Num[8]=Num[39]='4";
MSDELAY(100);
Send2Gsm(Num);
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Send2Gsm("\r\n");
MSDELAY(100);
Send2Gsm(char4);
MSDELAY(100);

Send2Gsm("Your Number is added to
Security System.\r\n");
MSDELAY(100);

serial(Ox1A);

z=0;

while(chr1[0]!="K' && chr1[0]!="R")
{

chr1[0]=getCharacter();

z=7+1;

if(z>300)

break;

}

chr1[0]="";

MSDELAY(100);
Send2Gsm(charl);
MSDELAY(100);

Send2Gsm(New);
Send2Gsm("\r\n");
MSDELAY(100);

Send2Gsm("is added to Security System as
a 4th Receiver.\r\n");
MSDELAY(100);

serial(Ox1A);

z=0;

while(chr1[0]!="K' && chr1[0]!="R")
{

chr1[0]=getCharacter();

z=z+1;

if(z>300)

break;

j

chr1[0]="";

z=0;

MSDELAY(100);

if(count<'4")

{
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count="4";
Send2Gsm("AT+CPBW=6,\"+91444444444
4\",129,\"RECEIVER6\"");
Send2Gsm("\r\n");

MSDELAY(50);

b
}
}

if(s5==0)

{

if(charr[i]=="X")

{

n5=1;
Send2Gsm("AT+CPBW=5\r\n");
MSDELAY(100);
Send2Gsm(charl);
MSDELAY(100);
for(j=12;j<22;j++)

{

serial(char5[j]);
char5[j]=""

}

Send2Gsm("\r\n");
Send2Gsm("is deleted from location
5.\r\n");
MSDELAY(100);
serial(Ox1A);

z=0;

while(chr1[0]!="K' && chr1[0]!="R")
{
chr1[0]=getCharacter();
z=z+1;

if(z>300)

break;

J

chrl[0]="";

z=0;

MSDELAY (20);

}
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else

{

n5=0;
for(j=14;j<24;j++)

{

Num[j]=charr[i];
char5[j-2]=charr[i];
New[j-14]=charr[i];
i=i+1;

}
Num[8]=Num[39]='5";
MSDELAY(100);
Send2Gsm(Num);
Send2Gsm("\r\n");
MSDELAY(100);
Send2Gsm(char?);
MSDELAY(100);
Send2Gsm("Your Number is added to
Security System.\r\n");
MSDELAY(100);
serial(0x1A);

7z=0;

while(chr1[0]!="K' && chr1[0]!="R")
{
chr1[0]=getCharacter();
z=z+1;

if(z>300)

break;

}

chrl[0]="";
MSDELAY(100);
Send2Gsm(charl);
MSDELAY(100);
Send2Gsm(New);
Send2Gsm("\r\n");
MSDELAY(100);
Send2Gsm("is added to Security System as
a 5th Receiver.\r\n");
MSDELAY(100);
serial(0x1A);
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z=0;

while(chr1[0]!='K' && chr1[0]!="R")
{

chr1[0]=getCharacter();

z=7+1;

if(z>300)

break;

b

chrl[0]="";

z=0;

MSDELAY(100);

if(count<'s")

{

count='5";
Send2Gsm("AT+CPBW=6,\"+91555555555
S5\",129,\"RECEIVER6\"");
Send2Gsm("\r\n");

MSDELAY(50);

}
}
}

if(s6==0)

{
Send2Gsm(charl);
MSDELAY(100);
Send2Gsm("1. ");
if(n1==0 && count>'0")
{
for(i=12;i<22;i++)
{

serial(charl[i]);

}

}
Send2Gsm("\r\n");

Send2Gsm("2. ");
1f(n2==0 && count>'1")
{

for(i=12;1<22;i++)

{
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serial(char2[i]);

}

}
Send2Gsm("\r\n");

Send2Gsm("3. ");
if(n3==0 && count>"2")
{

for(i=12;1<22;i++)

{

serial(char3[i]);

}

}
Send2Gsm("\r\n");

Send2Gsm("4. ");
if(n4==0 && count>'3")
{

for(i=12;1<22;i++)

{

serial(char4[i]);

}

b
Send2Gsm("\r\n");

Send2Gsm("5. ");
if(n5==0 && count>'4")
{

for(i=12;1<22;i++)

{

serial(char5[i]);

}

b
Send2Gsm("\r\n");

MSDELAY(200);

serial(0x1A);

z=0;

while(chr1[0]!='K' && chr1[0]!="R")
{

chr1[0]=getCharacter();

z=7+1;

if(z>300)

break;
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b
chrl[0]="";
MSDELAY(100);

}

if(s7==0)

{

Send2Gsm(charl);
MSDELAY(100);
Send2Gsm("System is working fine.\r\n");
MSDELAY(100);

serial(Ox1A);

z=0;

while(chr1[0]!="K' && chr1[0]!="R")
{

chr1[0]=getCharacter();

z=z+1;

if(z>300)

break;

}

chr1[0]="";

MSDELAY(100);

}

else if(s1==1 && s2==1 && s3==1 &&
s4==1 && s5==1 && s6==1)

{

Send2Gsm(charl);

MSDELAY(100);
Send2Gsm("Wrong Command.\r\n");
MSDELAY(100);

serial(0x1A);

z=0;

while(chr1[0]!="K' && chr1[0]!="R")
{

chr1[0]=getCharacter();

7=7+1;

if(z>300)

break;

}
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chrl[0]="";
MSDELAY(100);
}

b

}
MSDELAY(100);

Send2Gsm("AT\r\n");
MSDELAY(1000);
Send2Gsm("AT+CMGD=1\r\n");
MSDELAY(100);

RI=0;

}

}

void LCDCOMMAND(unsigned char
value)

{

unsigned char temp;
temp = value;

temp&=0x10;
DATA&=0x0f;
DATA|=temp;
rs=0;

/Itw=0;

en=1;
MSDELAY(2);
en=0;
temp=value<<4;
temp&=0x10;
DATA&=0x0f;
DATA|=temp;
en=1;
MSDELAY(2);
en=0;

}

void LCDDATA(unsigned char value)
{

unsigned char temp;
temp = value;

Security System for HLP

temp&=0x10;
DATA&=0x0f;
DATA|=temp;

rs=1;

/Itw=0;

en=1;
MSDELAY(2);
en=0;
temp=value<<4;
temp&=0x10;
DATA&=0x0f;
DATA |=temp;

en=1;
MSDELAY (2);
en=0; /I Give pulse on E pin
}

void LCDINIT(void)
{

LCDINIT Write(0x30); // initialization in

5X7 matrix ,8 data lines ,16X2 mode
MSDELAY(1);

LCDINIT Write(0x30); // initialization in

5X7 matrix ,8 data lines ,16X2 mode
MSDELAY(1);

LCDINIT Write(0x30); // initialization in

5X7 matrix ,8 data lines ,16X2 mode
MSDELAY(1);

LCDINIT Write(0x20); // initialization in

5X7 matrix ,8 data lines ,16X2 mode
MSDELAY(1);

LCDCOMMAND(0x28); // initialization

in 5X7 matrix ,8 data lines ,16X2 mode
MSDELAY(1);
LCDCOMMAND(0x0E); //display on
cursor off

MSDELAY(1);
LCDCOMMAND(0x01); //clear LCD
MSDELAY(1);
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LCDCOMMAND(0x80); //line 1,position
1

MSDELAY(1);

LCDCOMMAND(0x0C); //curser off
MSDELAY(1);

}

void LCDINIT Write(unsigned char a)
{

rs=0;

/Itw=0;

DATA=a;

en=1;

MSDELAY(1);

en=0;

}

void send_string(unsigned char *var)

{

while(*var) //till string ends
LCDDATA(*var++); //send characters one
by one

MSDELAY(1);

}

void SERTALINIT()

{

TMOD=0x22; // Mode=2

TH1=0xfd; /19600 baud
SCON=0x50; // Serial mode=1 ,8-Bit

data,1 Stop bit,1 Start bit , Receiving on
THO0=0x00;

TL0=0x00;

TR1=1; // Start timer
}

void GSMINIT()

{

Send2Gsm("AT\r\n");
MSDELAY(100);

Security System for HLP

Send2Gsm("ATEO\r\n");
MSDELAY(100);
Send2Gsm("AT+CMGF=1\r\n");
MSDELAY(100);
Send2Gsm("AT+CNMI=1,1,0,0,0\r\n");
MSDELAY(100);
Send2Gsm("AT+CMGD=1\r\n");
MSDELAY(100);

}

void serial(unsigned char x)

{

SBUF=x;
while(TI==0);
TI=0;

}

void Send2Gsm(char *aaa)

{
unsigned int i;
for(i=0;aaa[1]!=0;i++)

{

serial(aaa[i]);
}
}

void MSDELAY (unsigned int item)
{

unsigned int i,j;
for(i=0;1<item;i++)
{
for(j=0;j<600;j++)
{

}
}
}

char getCharacter (void)

{

char chr;
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Security System for HLP

unsigned long ¢=0;
while (RI !=1)

{

c=c+l;

if(c>1500)

break;

H

chr = SBUF;
RI=0;

return(chr);

}
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P89V51RD2

8-bit 80C51 5 V low power 64 kB Flash microcontroller
with 1 kB RAM

Rev. 01 — 01 March 2004 Product data

1. General description

2. Features

The P89V51RD2 is an 80C51 microcontroller with 64 kB Flash and 1024 bytes of
data RAM.

A key feature of the P89V51RD2 is its X2 mode option. The design engineer can
choose to run the application with the conventional 80C51 clock rate (12 clocks per
machine cycle) or select the X2 mode (6 clocks per machine cycle) to achieve twice
the throughput at the same clock frequency. Another way to benefit from this feature
is to keep the same performance by reducing the clock frequency by half, thus
dramatically reducing the EMI.

The Flash program memory supports both parallel programming and in serial
In-System Programming (ISP). Parallel programming mode offers gang-programming
at high speed, reducing programming costs and time to market. ISP allows a device
to be reprogrammed in the end product under software control. The capability to
field/update the application firmware makes a wide range of applications possible.

The P89V51RD2 is also In-Application Programmable (IAP), allowing the Flash
program memory to be reconfigured even while the application is running.

80C51 Central Processing Unit
5 V Operating voltage from 0 to 40 MHz

64 kB of on-chip Flash program memory with ISP (In-System Programming) and
IAP (In-Application Programming)

Supports 12-clock (default) or 6-clock mode selection via software or ISP

SPI (Serial Peripheral Interface) and enhanced UART

PCA (Programmable Counter Array) with PWM and Capture/Compare functions
Four 8-bit I/O ports with three high-current Port 1 pins (16 mA each)

Three 16-bit timers/counters

Programmable Watchdog timer (WDT)

Eight interrupt sources with four priority levels

Second DPTR register

Low EMI mode (ALE inhibit)

TTL- and CMOS-compatible logic levels

& PHILIPS



Philips Semiconductors P89V51 RD2

8-bit microcontrollers with 80C51 core

4. Block diagram

HIGH PERFORMANCE
80C51 CPU
2\
64 kB >
CODE FLASH < > < > UART «
INTERNAL
BUS
== ==
DATA RAM SPI
<:—> TIMER 0 « >
<= PORT3 < D TIMER 1 . >
<::> PORT 2 < > < > TIMER 2 i
PCA
= PORT1 K (———>| ProcrammasLe KCT—>
COUNTER ARRAY
< :::: N PORT 0 K :_: N
(————>| waTcHDOG TIMER
CRYSTAL
OR OSCILLATOR
RESONATOR A4
002aaa506
Fig 1. P89V51RD2 block diagram.
9397 750 12964 © Koninklijke Philips Electronics N.V. 2004. All rights reserved.
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Philips Semiconductors

P89V51RD2

8-bit microcontrollers with 80C51 core

T2/P1.0[1] U [20] Vop —
T2EXP1.1[ 2] 39] P0.0/ADO
EciP1.2[3] [38] P0.1/AD1
CEX0/P1.3[4] [37] Po.2/AD2
CEX1/S8/P1.4[ 5| [36] P0.3/AD3
CEX2/MOSI/P1.5[ 6 | [35] P0.4/AD4
CEX3/MISO/P1.6[ 7 | 34] P0.5/AD5
CEx4/sck/P1.7[ 8] [33] Po.6/ADS
RsT[ 9] 32] P0.7/AD7
RxD/P3.0[10] 31]EA
Txo/P3.1[11] [30] ALE/PROG
iNtor32[12] 4 [29] PSEN
iNT1/P3.3[13] 28] P2.7/A15
To/P3.4[14] 27] P2.6/A14
T1/P3.5[15) [26] P2.5/A13
WR/P3.6[16] [25] P2.4/A12
RO/P3.7[17] [24] P2.3/A11
xTAL2 18] 23] P2.2/a10
XTAL1[19] [22] P2.1/A9
vgs[29] [21] P2.0/A8
002aaa811
Fig 3. PDIP40 pin configuration.

9397 750 12964

© Koninklijke Philips Electronics N.V. 2004. All rights reserved.
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P89V51RD2

5.2 Pin description

Table 3: P89V51RD2 pin description

8-bit microcontrollers with 80C51 core

Symbol Pin Type
DIP40 \TQFP44 ‘PLCC44

P0.Oto  39-32 37-30 43-36 o)

PO.7

P1.0to  1-8 40-44,1-3 2-9 1/O with

P1.7 internal pull-up

P1.0 1 40 2 o)

P1.1 2 41 3 |

P1.2 3 42 4 |

P1.3 4 43 5 o)

P1.4 5 44 6 o)

P1.5 6 1 7 o)

P1.6 7 2 8 o)

P1.7 8 3 9 o)

9397 750 12964

Description

Port 0: Port 0 is an 8-bit open drain bi-directional 1/0
port. Port 0 pins that have

in this state can be used as high-impedance inputs.
Port 0 is also the multiplexed low-order address and
data bus during accesses to external code and data
memory. In this application, it uses strong internal
pull-ups when transitioning to

the code bytes during the external host mode
programming, and outputs the code bytes during the
external host mode verification. External pull-ups are
required during program verification or as a general
purpose /O port.

Port 1: Port 1 is an 8-bit bi-directional 1/0 port with
internal pull-ups. The Port 1 pins are pulled high by the
internal pull-ups when

be used as inputs in this state. As inputs, Port 1 pins that
are externally pulled LOW will source current (1)
because of the internal pull-ups. P1.5, P1.6, P1.7 have
high current drive of 16 mA. Port 1 also receives the
low-order address bytes during the external host mode
programming and verification.

T2: External count input to Timer/Counter 2 or Clock-out
from Timer/Counter 2

T2EX: Timer/Counter 2 capture/reload trigger and
direction control

ECI: External clock input. This signal is the external
clock input for the PCA.

CEXO0: Capture/compare external I/0 for PCA Module 0.
Each capture/compare module connects to a Port 1 pin

for external I/0. When not used by the PCA, this pin can
handle standard 1/0.

SS: Slave port select input for SPI

CEX1: Capture/compare external /O for PCA Module 1

MOSI: Master Output Slave Input for SPI

CEX2: Capture/compare external /O for PCA Module 2

MISO: Master Input Slave Output for SPI
CEX3: Capture/compare external /O for PCA Module 3

SCK: Master Output Slave Input for SPI
CEX4: Capture/compare external /O for PCA Module 4

© Koninklijke Philips Electronics N.V. 2004. All rights reserved.
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P89V51RD2

Table 3: P89V51RD2 pin description...continued

8-bit microcontrollers with 80C51 core

Symbol Pin Type
DIP40 TQFP44 |PLCC44

P2.0 to 21-28 18-25 24-31 110

P2.7 with internal
pull-up

P3.0 to 10-17 5,7-13 11,13-19  1/O

P3.7 with internal
pull-up

P3.0 10 5 11 I

P3.1 11 7 13 (6]

P3.2 12 8 14 |

P3.3 13 9 15 I

P3.4 14 10 16 I

P3.5 15 11 17 |

P3.6 16 12 18 (6]

P3.7 17 13 19 o

PSEN 29 26 32 /0

RST 9 4 10 I

9397 750 12964

Description

Port 2: Port 2 is an 8-bit bi-directional 1/0 port with
internal pull-ups. Port 2 pins are pulled HIGH by the
internal pull-ups when

be used as inputs in this state. As inputs, Port 2 pins that
are externally pulled LOW will source current ()
because of the internal pull-ups. Port 2 sends the
high-order address byte during fetches from external
program memory and during accesses to external Data
Memory that use 16-bit address (MOVX@DPTR). In this
application, it uses strong internal pull-ups when
transitioning to

signals and a partial of high-order address bits during
the external host mode programming and verification.

Port 3: Port 3 is an 8-bit bidirectional 1/0 port with
internal pull-ups. Port 3 pins are pulled HIGH by the
internal pull-ups when

be used as inputs in this state. As inputs, Port 3 pins that
are externally pulled LOW will source current (I)
because of the internal pull-ups. Port 3 also receives
some control signals and a partial of high-order address
bits during the external host mode programming and
verification.

RXD: serial input port

TXD: serial output port

INTO: external interrupt 0 input

INTT: external interrupt 1 input

TO: external count input to Timer/Counter 0
T1: external count input to Timer/Counter 1
WR: external data memory write strobe
RD: external data memory read strobe

Program Store Enable: PSEN is the read strobe for
external program memory. When the device is executing
from internal program memory, PSEN is inactive
(HIGH). When the device is executing code from
external program memory, PSEN-is activated twice each
machine cycle, except that two PSEN activations are
skipped during each access to external data memory. A
forced HIGH-to-LOW input transition on the PSEN pin
while the RST input is continually held HIGH for more
than 10 machine cycles will cause the device to enter
external host mode programming.

Reset: While the oscillator is running, a HIGH logic state
on this pin for two machine cycles will reset the device. If
the PSEN pin is driven by a HIGH-to-LOW input
transition while the RST input pin is held HIGH, the
device will enter the external host mode, otherwise the
device will enter the normal operation mode.

© Koninklijke Philips Electronics N.V. 2004. All rights reserved.
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Table 3:

P89V51RD2 pin description...continued

8-bit microcontrollers with 80C51 core

Symbol

EA

NC

XTAL1

XTAL2
Vbp
Vss

Pin

DIP40

31

30

19

18
40
20

TQFP44
29

27

6,17, 28,
39

15

14
38
16

PLCC44
35

33

1,12, 23,
34

21

20
44
22

Type

I/0

I/0

o
|
|

Description

External Access Enable: EA-must be connected to V gg
in order to enable the device to fetch code from the
external program memory. EA must be strapped to Vpp
for internal program execution. However, Security lock
level 4 will disable EA, and program execution is only
possible from internal program memory. The EA-pin can
tolerate a high voltage of 12 V.

Address Latch Enable: ALE is the output signal for
latching the low byte of the address during an access to
external memory. This pin is also the programming
pulse input (PROG) for flash programming. Normally the
ALE!"]is emitted at a constant rate of 4 the crystal
frequencyl?] and can be used for external timing and
clocking. One ALE pulse is skipped during each access
to external data memory. However, if AO is set to

ALE is disabled.

No Connect

Crystal 1: Input to the inverting oscillator amplifier and
input to the internal clock generator circuits.

Crystal 2: Output from the inverting oscillator amplifier.
Power supply
Ground

[1]1 ALE loading issue: When ALE pin experiences higher loading (>30 pF) during the reset, the microcontroller may accidentally enter into
modes other than normal working mode. The solution is to add a pull-up resistor of 3 kQ to 50 k2 to Vpp, e.g., for ALE pin.

[2]1 For 6-clock mode, ALE is emitted at '3 of crystal frequency.

9397 750 12964

© Koninklijke Philips Electronics N.V. 2004. All rights reserved.
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and 0.1-uF Charge-Pump Capacitors is

Available With the MAX202
® Applications

- TIA/EIA-232-F, Battery-Powered Systems,
Terminals, Modems, and Computers

description/ordering information

The MAX232 is a dual driverfreceiver that includes a capacitive voltage generator to supply TIA/EIA-232-F
voltage levels from a single 5-V supply. Each receiver converts TIA/EIA-232-F inputs to 5-V TTL/CMOS levels.
These receivers have a typical threshold of 1.3 V, a typical hysteresis of 0.5 V, and can accept +30-V inputs.
Each driver converts TTL/CMOS input levels into TIA/EIA-232-F levels. The driver, receiver, and

— MAX232, MAX232!
DUAL EIA-232 DRIVERS/RECEIVERS
SLLS047L - FEBRUARY 1989 — REVISED MARGH 2004
® Meets or Exceeds TIA/EIA-232-F and ITU MAX232...D, DW, N, OR NS PACKAGE
Recommendation V.28 MAX232I ... D, DW, OR N PACKAGE
: (TOP VIEW)
® Operates From a Single 5-V Power Supply )
With 1.0-uF Charge-Pump Capacitors c1+ [} 1 16[] Vee
® Operates Up To 120 kbit/s Ve [] 2 15]] GND
® Two Drivers and Two Receivers g;_ E L % :1%“
+ |14 13
o] 3
£30-V Input Levels co-l s 12[] R1OUT
® Low Supply Current... 8 mA Typical Vs- [l 6 1[] TAIN
® ESD Protection Exceeds JESD 22 T20UT [} 7 10]] T2IN
- 2000-V Human-Body Model (A114-A) R2IN [| 8 9] R20UT
® Upgrade With Improved ESD (15-kV HBM)

voltage-generator functions are available as cells in the Texas Instruments LinASIC™ library.

ORDERING INFORMATION

T PACKAGET SARTHOMEEH: | MAGAING
PDIP (N) Tube of 25 MAX232N MAX232N
_______ Tube of 40 MAX232D -
) ) S0l ®) Reel of 2500 MAX232DR e
0°Cto70°C Tube of 40 MAX232DW
SOIC (W) I"Reer of 2000 MAX232DWR MAX232
SOP (NS) Reel of 2000 MAX232NSR MAX232
PDIP (N) Tube of 25 MAX232IN MAX232IN
Tube of 40 MAX232ID
_apctogsc | S0CP) Reel of 2500 MAX232IDR MAx232|
soic ow) | 1ee 40 MAX232IDW Axasa]
Reel of 2000 MAX232IDWR

t Package drawings, standard packing guantities, thermal data, symbolization, and PCB design

guidelines are available at www.ti.com/sc/package.

Please be aware that an important notice concerning availability, standard warranty, and use in critical applications of

Texas Instruments semiconductor products and disclaimers thereto appears at the end of this data sheet.

LinASIC is a trademark of Texas Instruments.

PRODUCTION DATA information is current as of publication date.
Products conform to specifications per the terms of Texas Instruments
tandard Production pr ing does not ily include

y. P
testing of all parameters.

*’} TEXAS

Copyright ©® 2004, Texas Instruments Incorporated

INSTRUMENTS

POST OFFICE BOX 655303 ® DALLAS, TEXAS 75265



RMAVYH29 RMAVNOINI
WIRALVLy; NIANLYL]

DUAL EIA-232 DRIVERS/RECEIVERS

SLLS047L - FEBRUARY 1989 - REVISED MARCH 2004

Function Tables

EACH DRIVER
INPUT | OUTPUT
TIN TOUT
L H
H L

high level, L = low

|
VI

)

EACH RECEIVER

INPUT | OUTPUT
RIN ROUT
L H
H L
H = high level, L = low

level

logic diagram (positive logic)

1 14
T1IN Ti0UT
10 T
T2IN T20UT
12 13
R10UT 1T R1IN
9 8
R20UT T R2IN

{'f TEXAS
INSTRUMENTS

POST OFFICE BOX 655303 ® DALLAS, TEXAS 75265



RMAVYHO2D RIAVNINI
WIRANLVL,; WIANLYL]

DUAL ElA-232 DRIVERS/RECEIVERS

SLLS047L - FEBRUARY 1989 - REVISED MARCH 2004

APPLICATION INFORMATION

5V
l
CBYPASS =11F -
16
) ; Vee
| c1+
C1—T—~1uF 2
L~ v |
c1- 5
4 -
Vg- » -85V
-] C2+ S
c2 1 uF ©2 C4i 1
5 nF
s T
11 > ~ 14 £a232 Output
From CMOS or TTL - -
> EIA-232 Output
12
<« I —4—13 EIA-232 Input
To CMOS or TTL . .
« 7 oV I |—<—— EIA-232 Input
15
GND

T C3 can be connected to V¢ or GND.
NOTES: A. Resistor values shown are nominal.

B. Nonpolarized ceramic capacitors are acceptable. If polarized tantalum or electrolytic capacitors are used, they should be
connected as shown. In addition to the 1-uF capacitors shown, the MAX202 can operate with 0.1-uF capacitors.

Figure 4. Typical Operating Circuit

*ﬂ‘ TeEXAS
INSTRUMENTS

POST OFFICE BOX 655303 ® DALLAS, TEXAS 75265
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SEMICONDUCTOR®

Features

« Short-Circuit Protection

LM78XX / LM78XXA
3-Terminal 1 A Positive Voltage Regulator

* Output Currentupto 1 A
» Output Voltages: 5, 6, 8, 9, 10, 12, 15, 18, 24 V
» Thermal Overload Protection

» Output Transistor Safe Operating Area Protection

Description

The LM78XX series of three-terminal positive regulators
is available in the TO-220 package and with several fixed
output voltages, making them useful in a wide range of
applications. Each type employs internal current limiting,
thermal shut-down, and safe operating area protection. If
adequate heat sinking is provided, they can deliver over
1 A output current. Although designed primarily as fixed-
voltage regulators, these devices can be used with exter-
nal components for adjustable voltages and currents.

TO-220 (Single Gauge)

£

1. Input
2.GND
3. Output

August 2013

Ordering Information("

Product Number

Output Voltage
Tolerance

Package

Operating
Temperature

Packing Method

LM7805CT
LM7806CT
LM7808CT
LM7809CT
LM7810CT
LM7812CT
LM7815CT
LM7818CT
LM7824CT

+4%

LM7805ACT
LM7809ACT
LM7810ACT
LM7812ACT
LM7815ACT

+2%

TO-220
(Single Gauge)

-40°C to +125°C

0°C to +125°C

Rail

Note:

1. Above output voltage tolerance is available at 25°C.

© 2006 Fairchild Semiconductor Corporation

LM78XX / LM78XXA Rev. 1.3.0

www.fairchildsemi.com

loje|nbay abejoA aAnISOd V | eulwal-¢ — WXXSLINT / XX8LINT



Block Diagram

Series Pass

Element

Input
O
1
Current SOA
Generator Protection
Starting Reference Error
Circuit Voltage Amplifier
Thermal
Protection
O

A

v

Figure 1. Block Diagram

Absolute Maximum Ratings

Stresses exceeding the absolute maximum ratings may damage the device. The device may not function or be opera-
ble above the recommended operating conditions and stressing the parts to these levels is not recommended. In addi-
tion, extended exposure to stresses above the recommended operating conditions may affect device reliability. The
absolute maximum ratings are stress ratings only. Values are at T = 25°C unless otherwise noted.

O

Symbol Parameter Value Unit
Vo=5Vto18V 35
A Input Voltage V
Vo=24V 40
Reuc Thermal Resistance, Junction-Case (TO-220) 5 °C/W
ReJa Thermal Resistance, Junction-Air (TO-220) 65 °C/W
T o i wre R LM78xx -40 to +125 o
erating Temperature Range °
GFR | BEEEE 9 LM78xxA 0to+125
Tsta Storage Temperature Range - 65to +150 °C
© 2006 Fairchild Semiconductor Corporation www.fairchildsemi.com
LM78XX / LM78XXA Rev. 1.3.0 2
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SIM900
The GSM/GPRS Module for M2M applications

SIM900
GSM/GPRS Module

SIM900 |
? S2-1040S '

i FCC ID:UDV-89121420089807
. IMEI: 352134011470607

: SN: D286095200081898 1 ;

| ERNTAN

The SIM900 is a complete Quad-band GSM/GPRS solution in a
SMT module which can be embedded in the customer applications.

Featuring an industry-standard interface, the SIM900 delivers
GSM/GPRS 850/900/1800/1900MHz performance for voice, SMS,
Data, and Fax in a small form factor and with low power
consumption. With a tiny configuration of 24mm x 24mm x 3 mm,
SIM900 can fit almost all the space requirements in your M2M
application, especially for slim and compact demand of design.

e SIM900 is designed with a very powerful single-chip processor integrating

AMR926EJ-S core

Quad - band GSM/GPRS module with a size of 24mmx24mmx3mm
SMT type suit for customer application

An embedded Powerful TCP/IP protocol stack

Based upon mature and field-proven platform, backed up by our support

service, from definition to design and production



SIM900
The GSM/GPRS Module for M2M applications

® Hands-free operation

General featrues )
(Echo suppression)

® Quad-Band 850/ 900/ 1800/ 1900 MHz ® AMR
® GPRS multi-slot class 10/8 Half Rate(HR)
® GPRS mobile station class B Full Rate(FR)
® Compliant to GSM phase 2/2+
— Class 4 (2 W @850/ 900 MHz) Interfaces
—Class 1 (1 W @ 1800/1900MHz) ® Interface to external SIM 3V/ 1.8V
® Dimensions: 24* 24 * 3 mm ® analog audio interface
® \Weight: 3.4g ® RTC backup
® Control via AT commands (GSM ® SPlinterface
07.07 ,07.05 and SIMCOM enhanced AT ® Serial interface
Commands) ® Antenna pad
® SIM application toolkit e [2C
® Supply voltage range 3.4 ...4.5V ® GPIO
® | ow power consumption e PWM
® Operation temperature: ® ADC
207Clox80re Compatibility

SpeC|f|cat|ons for fax ® AT cellular command interface

® Group 3, class 1 . .
P Approvals (in planning)

Specifications for data

® CE
® GPRS class 10: max. 85.6 kbps ® FCC
(downlink) ® ROHS
® PBCCH support ® PTCRB
® Coding schemes CS 1, 2, 3, 4 ® GCF
® CSD upto 14.4 kbps ® AT&T
D enton . o
on transparent mode o TA
® PPP-stack
Specifications for SMS via GSMPin Assignment
| GPRS

® Point-to-point MO and MT
® SMS cell broadcast
® Textand PDU mode

Drivers
® MUX Driver

Specifications for voice

® Tricodec
— Half rate (HR)
— Full rate (FR)
— Enhanced Full rate (EFR) IJUFREEEEEEEERRES
More about SIM900 module, Please contact: Tel:+86 21 32523300

Fax:+86 21 32523301
Email:simcom@sim.com




IS72

ULN2001A-ULN2002A
ULN2003A-ULN2004A

SEVEN DARLINGTON ARRAYS

= SEVEN DARLINGTONS PER PACKAGE

= OUTPUT CURRENT 500mA PER DRIVER
(600mA PEAK)

= OUTPUT VOLTAGE 50V

= INTEGRATED SUPPRESSION DIODES FOR
INDUCTIVE LOADS

= OUTPUTS CAN BE PARALLELED FOR
HIGHER CURRENT

» TTL/CMOS/PMOS/DTL COMPATIBLE INPUTS

= INPUTS PINNED OPPOSITE OUTPUTS TO
SIMPLIFY LAYOUT

DESCRIPTION

The ULN2001A, ULN2002A, ULN2003 and
ULN2004A are high voltage, high current darlington
arrays each containing seven open collector dar-
lington pairs with common emitters. Each channel
rated at 500mA and can withstand peak currents of
600mA. Suppression diodes are included for induc-
tive load driving and the inputs are pinned opposite
the outputs to simplify board layout.

The four versions interface to all common logic fami-
lies :

ULN2001A General Purpose, DTL, TTL, PMOS,
CMOS

ULN2002A 14-25V PMOS

ULN2003A 5V TTL, CMOS

ULN2004A 6-15V CMOS, PMOS

These versatile devices are useful for driving a wide
range of loads including solenoids, relays DC mo-
tors, LED displays filament lamps, thermal print-
heads and high power buffers.

The ULN2001A/2002A/2003A and 2004A are sup-
plied in 16 pin plastic DIP packages with a copper
leadframe to reduce thermal resistance. They are
available also in small outline package (SO-16) as
ULN2001D/2002D/2003D/2004D.

February 2002

DIP16

ORDERING NUMBERS: ULN2001A/2A/3A/4A

ORDERING NUMBERS: ULN2001D/2D/3D/4D

PIN CONNECTION

IN 1 1 16 OUT 1
IN 2 2 15 OUT 2
p
IN 3 3 14 OUT 3
IN 4 & 13 OUT 4
4
IN5 5 12 OUT §
' p
INB6 6 11 OUT 6
IN7 7 10 OUT 7
COMMON FREE
GND 8 9 WHEELING DIODES
S$-197711
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P89V51RD2

8-bit 80C51 5 V low power 64 kB Flash microcontroller
with 1 kB RAM

Rev. 01 — 01 March 2004 Product data

1. General description

2. Features

The P89V51RD2 is an 80C51 microcontroller with 64 kB Flash and 1024 bytes of
data RAM.

A key feature of the P89V51RD2 is its X2 mode option. The design engineer can
choose to run the application with the conventional 80C51 clock rate (12 clocks per
machine cycle) or select the X2 mode (6 clocks per machine cycle) to achieve twice
the throughput at the same clock frequency. Another way to benefit from this feature
is to keep the same performance by reducing the clock frequency by half, thus
dramatically reducing the EMI.

The Flash program memory supports both parallel programming and in serial
In-System Programming (ISP). Parallel programming mode offers gang-programming
at high speed, reducing programming costs and time to market. ISP allows a device
to be reprogrammed in the end product under software control. The capability to
field/update the application firmware makes a wide range of applications possible.

The P89V51RD2 is also In-Application Programmable (IAP), allowing the Flash
program memory to be reconfigured even while the application is running.

80C51 Central Processing Unit
5 V Operating voltage from 0 to 40 MHz

64 kB of on-chip Flash program memory with ISP (In-System Programming) and
IAP (In-Application Programming)

Supports 12-clock (default) or 6-clock mode selection via software or ISP

SPI (Serial Peripheral Interface) and enhanced UART

PCA (Programmable Counter Array) with PWM and Capture/Compare functions
Four 8-bit I/O ports with three high-current Port 1 pins (16 mA each)

Three 16-bit timers/counters

Programmable Watchdog timer (WDT)

Eight interrupt sources with four priority levels

Second DPTR register

Low EMI mode (ALE inhibit)

TTL- and CMOS-compatible logic levels

& PHILIPS



Philips Semiconductors P89V51 RD2

8-bit microcontrollers with 80C51 core

4. Block diagram

HIGH PERFORMANCE
80C51 CPU
2\
64 kB >
CODE FLASH < > < > UART «
INTERNAL
BUS
== ==
DATA RAM SPI
<:—> TIMER 0 « >
<= PORT3 < D TIMER 1 . >
<::> PORT 2 < > < > TIMER 2 i
PCA
= PORT1 K (———>| ProcrammasLe KCT—>
COUNTER ARRAY
< :::: N PORT 0 K :_: N
(————>| waTcHDOG TIMER
CRYSTAL
OR OSCILLATOR
RESONATOR A4
002aaa506
Fig 1. P89V51RD2 block diagram.
9397 750 12964 © Koninklijke Philips Electronics N.V. 2004. All rights reserved.
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Philips Semiconductors

P89V51RD2

8-bit microcontrollers with 80C51 core

T2/P1.0[1] U [20] Vop —
T2EXP1.1[ 2] 39] P0.0/ADO
EciP1.2[3] [38] P0.1/AD1
CEX0/P1.3[4] [37] Po.2/AD2
CEX1/S8/P1.4[ 5| [36] P0.3/AD3
CEX2/MOSI/P1.5[ 6 | [35] P0.4/AD4
CEX3/MISO/P1.6[ 7 | 34] P0.5/AD5
CEx4/sck/P1.7[ 8] [33] Po.6/ADS
RsT[ 9] 32] P0.7/AD7
RxD/P3.0[10] 31]EA
Txo/P3.1[11] [30] ALE/PROG
iNtor32[12] 4 [29] PSEN
iNT1/P3.3[13] 28] P2.7/A15
To/P3.4[14] 27] P2.6/A14
T1/P3.5[15) [26] P2.5/A13
WR/P3.6[16] [25] P2.4/A12
RO/P3.7[17] [24] P2.3/A11
xTAL2 18] 23] P2.2/a10
XTAL1[19] [22] P2.1/A9
vgs[29] [21] P2.0/A8
002aaa811
Fig 3. PDIP40 pin configuration.

9397 750 12964
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P89V51RD2

5.2 Pin description

Table 3: P89V51RD2 pin description

8-bit microcontrollers with 80C51 core

Symbol Pin Type
DIP40 \TQFP44 ‘PLCC44

P0.Oto  39-32 37-30 43-36 o)

PO.7

P1.0to  1-8 40-44,1-3 2-9 1/O with

P1.7 internal pull-up

P1.0 1 40 2 o)

P1.1 2 41 3 |

P1.2 3 42 4 |

P1.3 4 43 5 o)

P1.4 5 44 6 o)

P1.5 6 1 7 o)

P1.6 7 2 8 o)

P1.7 8 3 9 o)

9397 750 12964

Description

Port 0: Port 0 is an 8-bit open drain bi-directional 1/0
port. Port 0 pins that have

in this state can be used as high-impedance inputs.
Port 0 is also the multiplexed low-order address and
data bus during accesses to external code and data
memory. In this application, it uses strong internal
pull-ups when transitioning to

the code bytes during the external host mode
programming, and outputs the code bytes during the
external host mode verification. External pull-ups are
required during program verification or as a general
purpose /O port.

Port 1: Port 1 is an 8-bit bi-directional 1/0 port with
internal pull-ups. The Port 1 pins are pulled high by the
internal pull-ups when

be used as inputs in this state. As inputs, Port 1 pins that
are externally pulled LOW will source current (1)
because of the internal pull-ups. P1.5, P1.6, P1.7 have
high current drive of 16 mA. Port 1 also receives the
low-order address bytes during the external host mode
programming and verification.

T2: External count input to Timer/Counter 2 or Clock-out
from Timer/Counter 2

T2EX: Timer/Counter 2 capture/reload trigger and
direction control

ECI: External clock input. This signal is the external
clock input for the PCA.

CEXO0: Capture/compare external I/0 for PCA Module 0.
Each capture/compare module connects to a Port 1 pin

for external I/0. When not used by the PCA, this pin can
handle standard 1/0.

SS: Slave port select input for SPI

CEX1: Capture/compare external /O for PCA Module 1

MOSI: Master Output Slave Input for SPI

CEX2: Capture/compare external /O for PCA Module 2

MISO: Master Input Slave Output for SPI
CEX3: Capture/compare external /O for PCA Module 3

SCK: Master Output Slave Input for SPI
CEX4: Capture/compare external /O for PCA Module 4

© Koninklijke Philips Electronics N.V. 2004. All rights reserved.
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P89V51RD2

Table 3: P89V51RD2 pin description...continued

8-bit microcontrollers with 80C51 core

Symbol Pin Type
DIP40 TQFP44 |PLCC44

P2.0 to 21-28 18-25 24-31 110

P2.7 with internal
pull-up

P3.0 to 10-17 5,7-13 11,13-19  1/O

P3.7 with internal
pull-up

P3.0 10 5 11 I

P3.1 11 7 13 (6]

P3.2 12 8 14 |

P3.3 13 9 15 I

P3.4 14 10 16 I

P3.5 15 11 17 |

P3.6 16 12 18 (6]

P3.7 17 13 19 o

PSEN 29 26 32 /0

RST 9 4 10 I

9397 750 12964

Description

Port 2: Port 2 is an 8-bit bi-directional 1/0 port with
internal pull-ups. Port 2 pins are pulled HIGH by the
internal pull-ups when

be used as inputs in this state. As inputs, Port 2 pins that
are externally pulled LOW will source current ()
because of the internal pull-ups. Port 2 sends the
high-order address byte during fetches from external
program memory and during accesses to external Data
Memory that use 16-bit address (MOVX@DPTR). In this
application, it uses strong internal pull-ups when
transitioning to

signals and a partial of high-order address bits during
the external host mode programming and verification.

Port 3: Port 3 is an 8-bit bidirectional 1/0 port with
internal pull-ups. Port 3 pins are pulled HIGH by the
internal pull-ups when

be used as inputs in this state. As inputs, Port 3 pins that
are externally pulled LOW will source current (I)
because of the internal pull-ups. Port 3 also receives
some control signals and a partial of high-order address
bits during the external host mode programming and
verification.

RXD: serial input port

TXD: serial output port

INTO: external interrupt 0 input

INTT: external interrupt 1 input

TO: external count input to Timer/Counter 0
T1: external count input to Timer/Counter 1
WR: external data memory write strobe
RD: external data memory read strobe

Program Store Enable: PSEN is the read strobe for
external program memory. When the device is executing
from internal program memory, PSEN is inactive
(HIGH). When the device is executing code from
external program memory, PSEN-is activated twice each
machine cycle, except that two PSEN activations are
skipped during each access to external data memory. A
forced HIGH-to-LOW input transition on the PSEN pin
while the RST input is continually held HIGH for more
than 10 machine cycles will cause the device to enter
external host mode programming.

Reset: While the oscillator is running, a HIGH logic state
on this pin for two machine cycles will reset the device. If
the PSEN pin is driven by a HIGH-to-LOW input
transition while the RST input pin is held HIGH, the
device will enter the external host mode, otherwise the
device will enter the normal operation mode.

© Koninklijke Philips Electronics N.V. 2004. All rights reserved.
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Table 3:

P89V51RD2 pin description...continued

8-bit microcontrollers with 80C51 core

Symbol

EA

NC

XTAL1

XTAL2
Vbp
Vss

Pin

DIP40

31

30

19

18
40
20

TQFP44
29

27

6,17, 28,
39

15

14
38
16

PLCC44
35

33

1,12, 23,
34

21

20
44
22

Type

I/0

I/0

o
|
|

Description

External Access Enable: EA-must be connected to V gg
in order to enable the device to fetch code from the
external program memory. EA must be strapped to Vpp
for internal program execution. However, Security lock
level 4 will disable EA, and program execution is only
possible from internal program memory. The EA-pin can
tolerate a high voltage of 12 V.

Address Latch Enable: ALE is the output signal for
latching the low byte of the address during an access to
external memory. This pin is also the programming
pulse input (PROG) for flash programming. Normally the
ALE!"]is emitted at a constant rate of 4 the crystal
frequencyl?] and can be used for external timing and
clocking. One ALE pulse is skipped during each access
to external data memory. However, if AO is set to

ALE is disabled.

No Connect

Crystal 1: Input to the inverting oscillator amplifier and
input to the internal clock generator circuits.

Crystal 2: Output from the inverting oscillator amplifier.
Power supply
Ground

[1]1 ALE loading issue: When ALE pin experiences higher loading (>30 pF) during the reset, the microcontroller may accidentally enter into
modes other than normal working mode. The solution is to add a pull-up resistor of 3 kQ to 50 k2 to Vpp, e.g., for ALE pin.

[2]1 For 6-clock mode, ALE is emitted at '3 of crystal frequency.

9397 750 12964
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and 0.1-uF Charge-Pump Capacitors is

Available With the MAX202
® Applications

- TIA/EIA-232-F, Battery-Powered Systems,
Terminals, Modems, and Computers

description/ordering information

The MAX232 is a dual driverfreceiver that includes a capacitive voltage generator to supply TIA/EIA-232-F
voltage levels from a single 5-V supply. Each receiver converts TIA/EIA-232-F inputs to 5-V TTL/CMOS levels.
These receivers have a typical threshold of 1.3 V, a typical hysteresis of 0.5 V, and can accept +30-V inputs.
Each driver converts TTL/CMOS input levels into TIA/EIA-232-F levels. The driver, receiver, and

— MAX232, MAX232!
DUAL EIA-232 DRIVERS/RECEIVERS
SLLS047L - FEBRUARY 1989 — REVISED MARGH 2004
® Meets or Exceeds TIA/EIA-232-F and ITU MAX232...D, DW, N, OR NS PACKAGE
Recommendation V.28 MAX232I ... D, DW, OR N PACKAGE
: (TOP VIEW)
® Operates From a Single 5-V Power Supply )
With 1.0-uF Charge-Pump Capacitors c1+ [} 1 16[] Vee
® Operates Up To 120 kbit/s Ve [] 2 15]] GND
® Two Drivers and Two Receivers g;_ E L % :1%“
+ |14 13
o] 3
£30-V Input Levels co-l s 12[] R1OUT
® Low Supply Current... 8 mA Typical Vs- [l 6 1[] TAIN
® ESD Protection Exceeds JESD 22 T20UT [} 7 10]] T2IN
- 2000-V Human-Body Model (A114-A) R2IN [| 8 9] R20UT
® Upgrade With Improved ESD (15-kV HBM)

voltage-generator functions are available as cells in the Texas Instruments LinASIC™ library.

ORDERING INFORMATION

T PACKAGET SARTHOMEEH: | MAGAING
PDIP (N) Tube of 25 MAX232N MAX232N
_______ Tube of 40 MAX232D -
) ) S0l ®) Reel of 2500 MAX232DR e
0°Cto70°C Tube of 40 MAX232DW
SOIC (W) I"Reer of 2000 MAX232DWR MAX232
SOP (NS) Reel of 2000 MAX232NSR MAX232
PDIP (N) Tube of 25 MAX232IN MAX232IN
Tube of 40 MAX232ID
_apctogsc | S0CP) Reel of 2500 MAX232IDR MAx232|
soic ow) | 1ee 40 MAX232IDW Axasa]
Reel of 2000 MAX232IDWR

t Package drawings, standard packing guantities, thermal data, symbolization, and PCB design

guidelines are available at www.ti.com/sc/package.

Please be aware that an important notice concerning availability, standard warranty, and use in critical applications of

Texas Instruments semiconductor products and disclaimers thereto appears at the end of this data sheet.

LinASIC is a trademark of Texas Instruments.

PRODUCTION DATA information is current as of publication date.
Products conform to specifications per the terms of Texas Instruments
tandard Production pr ing does not ily include

y. P
testing of all parameters.

*’} TEXAS

Copyright ©® 2004, Texas Instruments Incorporated

INSTRUMENTS

POST OFFICE BOX 655303 ® DALLAS, TEXAS 75265



RMAVYH29 RMAVNOINI
WIRALVLy; NIANLYL]

DUAL EIA-232 DRIVERS/RECEIVERS

SLLS047L - FEBRUARY 1989 - REVISED MARCH 2004

Function Tables

EACH DRIVER
INPUT | OUTPUT
TIN TOUT
L H
H L

high level, L = low

|
VI

)

EACH RECEIVER

INPUT | OUTPUT
RIN ROUT
L H
H L
H = high level, L = low

level

logic diagram (positive logic)

1 14
T1IN Ti0UT
10 T
T2IN T20UT
12 13
R10UT 1T R1IN
9 8
R20UT T R2IN

{'f TEXAS
INSTRUMENTS

POST OFFICE BOX 655303 ® DALLAS, TEXAS 75265



RMAVYHO2D RIAVNINI
WIRANLVL,; WIANLYL]

DUAL ElA-232 DRIVERS/RECEIVERS

SLLS047L - FEBRUARY 1989 - REVISED MARCH 2004

APPLICATION INFORMATION

5V
l
CBYPASS =11F -
16
) ; Vee
| c1+
C1—T—~1uF 2
L~ v |
c1- 5
4 -
Vg- » -85V
-] C2+ S
c2 1 uF ©2 C4i 1
5 nF
s T
11 > ~ 14 £a232 Output
From CMOS or TTL - -
> EIA-232 Output
12
<« I —4—13 EIA-232 Input
To CMOS or TTL . .
« 7 oV I |—<—— EIA-232 Input
15
GND

T C3 can be connected to V¢ or GND.
NOTES: A. Resistor values shown are nominal.

B. Nonpolarized ceramic capacitors are acceptable. If polarized tantalum or electrolytic capacitors are used, they should be
connected as shown. In addition to the 1-uF capacitors shown, the MAX202 can operate with 0.1-uF capacitors.

Figure 4. Typical Operating Circuit

*ﬂ‘ TeEXAS
INSTRUMENTS

POST OFFICE BOX 655303 ® DALLAS, TEXAS 75265
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Features

« Short-Circuit Protection

LM78XX / LM78XXA
3-Terminal 1 A Positive Voltage Regulator

* Output Currentupto 1 A
» Output Voltages: 5, 6, 8, 9, 10, 12, 15, 18, 24 V
» Thermal Overload Protection

» Output Transistor Safe Operating Area Protection

Description

The LM78XX series of three-terminal positive regulators
is available in the TO-220 package and with several fixed
output voltages, making them useful in a wide range of
applications. Each type employs internal current limiting,
thermal shut-down, and safe operating area protection. If
adequate heat sinking is provided, they can deliver over
1 A output current. Although designed primarily as fixed-
voltage regulators, these devices can be used with exter-
nal components for adjustable voltages and currents.

TO-220 (Single Gauge)

£

1. Input
2.GND
3. Output

August 2013

Ordering Information("

Product Number

Output Voltage
Tolerance

Package

Operating
Temperature

Packing Method

LM7805CT
LM7806CT
LM7808CT
LM7809CT
LM7810CT
LM7812CT
LM7815CT
LM7818CT
LM7824CT

+4%

LM7805ACT
LM7809ACT
LM7810ACT
LM7812ACT
LM7815ACT

+2%

TO-220
(Single Gauge)

-40°C to +125°C

0°C to +125°C

Rail

Note:

1. Above output voltage tolerance is available at 25°C.

© 2006 Fairchild Semiconductor Corporation

LM78XX / LM78XXA Rev. 1.3.0

www.fairchildsemi.com
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Block Diagram

Series Pass

Element

Input
O
1
Current SOA
Generator Protection
Starting Reference Error
Circuit Voltage Amplifier
Thermal
Protection
O

A

v

Figure 1. Block Diagram

Absolute Maximum Ratings

Stresses exceeding the absolute maximum ratings may damage the device. The device may not function or be opera-
ble above the recommended operating conditions and stressing the parts to these levels is not recommended. In addi-
tion, extended exposure to stresses above the recommended operating conditions may affect device reliability. The
absolute maximum ratings are stress ratings only. Values are at T = 25°C unless otherwise noted.

O

Symbol Parameter Value Unit
Vo=5Vto18V 35
A Input Voltage V
Vo=24V 40
Reuc Thermal Resistance, Junction-Case (TO-220) 5 °C/W
ReJa Thermal Resistance, Junction-Air (TO-220) 65 °C/W
T o i wre R LM78xx -40 to +125 o
erating Temperature Range °
GFR | BEEEE 9 LM78xxA 0to+125
Tsta Storage Temperature Range - 65to +150 °C
© 2006 Fairchild Semiconductor Corporation www.fairchildsemi.com
LM78XX / LM78XXA Rev. 1.3.0 2
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SIM900
The GSM/GPRS Module for M2M applications

SIM900
GSM/GPRS Module

SIM900 |
? S2-1040S '

i FCC ID:UDV-89121420089807
. IMEI: 352134011470607

: SN: D286095200081898 1 ;

| ERNTAN

The SIM900 is a complete Quad-band GSM/GPRS solution in a
SMT module which can be embedded in the customer applications.

Featuring an industry-standard interface, the SIM900 delivers
GSM/GPRS 850/900/1800/1900MHz performance for voice, SMS,
Data, and Fax in a small form factor and with low power
consumption. With a tiny configuration of 24mm x 24mm x 3 mm,
SIM900 can fit almost all the space requirements in your M2M
application, especially for slim and compact demand of design.

e SIM900 is designed with a very powerful single-chip processor integrating

AMR926EJ-S core

Quad - band GSM/GPRS module with a size of 24mmx24mmx3mm
SMT type suit for customer application

An embedded Powerful TCP/IP protocol stack

Based upon mature and field-proven platform, backed up by our support

service, from definition to design and production



SIM900
The GSM/GPRS Module for M2M applications

® Hands-free operation

General featrues )
(Echo suppression)

® Quad-Band 850/ 900/ 1800/ 1900 MHz ® AMR
® GPRS multi-slot class 10/8 Half Rate(HR)
® GPRS mobile station class B Full Rate(FR)
® Compliant to GSM phase 2/2+
— Class 4 (2 W @850/ 900 MHz) Interfaces
—Class 1 (1 W @ 1800/1900MHz) ® Interface to external SIM 3V/ 1.8V
® Dimensions: 24* 24 * 3 mm ® analog audio interface
® \Weight: 3.4g ® RTC backup
® Control via AT commands (GSM ® SPlinterface
07.07 ,07.05 and SIMCOM enhanced AT ® Serial interface
Commands) ® Antenna pad
® SIM application toolkit e [2C
® Supply voltage range 3.4 ...4.5V ® GPIO
® | ow power consumption e PWM
® Operation temperature: ® ADC
207Clox80re Compatibility

SpeC|f|cat|ons for fax ® AT cellular command interface

® Group 3, class 1 . .
P Approvals (in planning)

Specifications for data

® CE
® GPRS class 10: max. 85.6 kbps ® FCC
(downlink) ® ROHS
® PBCCH support ® PTCRB
® Coding schemes CS 1, 2, 3, 4 ® GCF
® CSD upto 14.4 kbps ® AT&T
D enton . o
on transparent mode o TA
® PPP-stack
Specifications for SMS via GSMPin Assignment
| GPRS

® Point-to-point MO and MT
® SMS cell broadcast
® Textand PDU mode

Drivers
® MUX Driver

Specifications for voice

® Tricodec
— Half rate (HR)
— Full rate (FR)
— Enhanced Full rate (EFR) IJUFREEEEEEEERRES
More about SIM900 module, Please contact: Tel:+86 21 32523300

Fax:+86 21 32523301
Email:simcom@sim.com




IS72

ULN2001A-ULN2002A
ULN2003A-ULN2004A

SEVEN DARLINGTON ARRAYS

= SEVEN DARLINGTONS PER PACKAGE

= OUTPUT CURRENT 500mA PER DRIVER
(600mA PEAK)

= OUTPUT VOLTAGE 50V

= INTEGRATED SUPPRESSION DIODES FOR
INDUCTIVE LOADS

= OUTPUTS CAN BE PARALLELED FOR
HIGHER CURRENT

» TTL/CMOS/PMOS/DTL COMPATIBLE INPUTS

= INPUTS PINNED OPPOSITE OUTPUTS TO
SIMPLIFY LAYOUT

DESCRIPTION

The ULN2001A, ULN2002A, ULN2003 and
ULN2004A are high voltage, high current darlington
arrays each containing seven open collector dar-
lington pairs with common emitters. Each channel
rated at 500mA and can withstand peak currents of
600mA. Suppression diodes are included for induc-
tive load driving and the inputs are pinned opposite
the outputs to simplify board layout.

The four versions interface to all common logic fami-
lies :

ULN2001A General Purpose, DTL, TTL, PMOS,
CMOS

ULN2002A 14-25V PMOS

ULN2003A 5V TTL, CMOS

ULN2004A 6-15V CMOS, PMOS

These versatile devices are useful for driving a wide
range of loads including solenoids, relays DC mo-
tors, LED displays filament lamps, thermal print-
heads and high power buffers.

The ULN2001A/2002A/2003A and 2004A are sup-
plied in 16 pin plastic DIP packages with a copper
leadframe to reduce thermal resistance. They are
available also in small outline package (SO-16) as
ULN2001D/2002D/2003D/2004D.

February 2002

DIP16

ORDERING NUMBERS: ULN2001A/2A/3A/4A

ORDERING NUMBERS: ULN2001D/2D/3D/4D

PIN CONNECTION

IN 1 1 16 OUT 1
IN 2 2 15 OUT 2
p
IN 3 3 14 OUT 3
IN 4 & 13 OUT 4
4
IN5 5 12 OUT §
' p
INB6 6 11 OUT 6
IN7 7 10 OUT 7
COMMON FREE
GND 8 9 WHEELING DIODES
S$-197711
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